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1.1

1.2

Welcome

Thank you for choosing our service management solution. Your decision guarantees your service
organization’s ability to deliver a comprehensive customer support service that meets, and even
exceeds, your customer expectations.

Easy to configure and customize, our service management solution has been developed to offer the
very best experience to users via the Web. This all-in-one support solution enables service issues to
be readily created, managed, monitored and solved, with minimal impact to your customer's
organization, allowing them to focus on their core business.

Your customers have access to a user-friendly portal that offers an easy-to-use Knowledge Base and
request tracking system. Your technicians are provided with the tools that allow them to offer
effective and efficient service. Supervisors have access to comprehensive management and
reporting of the service desk, its technicians and all support issues.

For assistance with set-up and configuration of the application, access the Configuration Steps
section of this guide. The configuration process requires the User to switch between the
Administrator Role and Supervisor Role, so in the first instance it is advisable that the person
customizing the application have both User Roles and this can be set for their account within the
User tab of the Administrator screen.

The User Guides have sections relevant to the various User Roles within the application, including:

¢ Administrator
+ Supervisor

¢ Technician

+ Partner

+ Finance User
+ Manager

+ Customer

To start using this User Guide, click on the User Guide link within the Contents tab. Or, to use the
step-by-step guide to assist with the application set-up, see Configuration Steps.

Use single clicks within the guide to open topic information.

Online Help

To assist Users when using the system, online help is available throughout the application.

To access information relevant to an opened screen, click the Help button located in the top right
corner of the screen, next to the Logout button.

Wed, 5 Jul 2023 11:00:25 [Setup] [Customer] b

A Help Page is displayed containing information related to the application page that is open.
Navigate through the help information as necessary, or click Show to view the entire User Guide.
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1.3

Configuration Steps

These configuration steps are recommended as a guide to assist with customizing the application to
suit the service environment. These steps are what is required at a minimum to enable your system.
It should be noted that these steps require access to the Administrator and Supervisor views.

The following procedure covers editing the logged in User account details and ensuring this User has
all the relevant privileges to achieve what is required to configure the system. It then details the
steps to enable the system to work with email, setting the privileges for how Customers and
Technicians can interact with the system, and how requests and the system will behave. This is
defined within the Setup>Privileges tabs.

The User then has the option to customize the look and feel of the system, although this can be done
later, if preferred. The next step is to create Customers and Users in the system.

Moving to the Supervisor Role, the User then configures the day-to-day elements within the
application, which are part of creating and managing requests. This includes setting the time frames
for managing requests and defining trigger points for escalations by configuring SLAs; detailing the
steps a request will move through, by customizing Workflows, which includes setting the stages of
the Workflow where timers will trigger automatic warnings and escalations; defining the Team(s) of
Technicians who will be associated with the customized Workflows and SLAs.

With the basic elements in the system now in place, the User then moves to the Configuration tab to
customize the Configuration Management Database (CMDB). This part is often considered the most
complex part of configuring the system, as this is where the service environment, including physical
and service ltems, is mapped into the system with associated relationships. When designing the
CMDB, first the templates for all the different Item Categories are created. These are refined as Item
Type templates, with these two templates used to define the information recorded against each
Item and classification of issues that can be associated with each Item when requests are logged by
Customers.

After the CMDB structure is defined, Items are imported via AMIE or.csv file. This is when the ltems
are associated with Customers or Organizational Units, who can log requests against the assigned
Iltems.

In the Administrator (Setup) view:
1. Customize the default Supervisor access

Include Incident, Service Level Management and if applicable, Request Fulfillment, Problem and
Change Management. Adjust the User Timezone, if applicable.

2. Configure Email Setup and Email Messages(See:Setup>Email)

This step allows the system to manage requests via email. After completing the information in
the Server and Setup tabs, the content for automated emails sent by this system can be
customized. This does not have to be all done at this point, however, it is suggested that within
the last page of the Templates tab, the Signature be updated to reflect the service organization
name.

3. Enable System Privileges(Setup>Privileges)

At this stage, it is suggested that each option be reviewed in the User, Customer, Request and
System tabs within the Privileges sub-menu option. Although it should be noted, these can be
adjusted in the future. If you are unsure about what an option refers to, select the Help button
on the system Ul, to display the relevant page of the User Guide. Be sure to set the appropriate
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11.

Time Zone within the Customers Privilege tab, as this needs to be set before importing
Customers and Users via an authentication server to ensure it is set correctly on all newly
created accounts.

Customize Banners and Welcome Page Message(Setup>Customize)

This can be done now if the images are available. Alternatively, return to this step at a later
stage.

. Create Customers and Users, which include Supervisor, Technician and Partner accounts

Note, to associate Organizational Unit information with Customers or Users, this can be
configured at this point within the Supervisor>User>0Organizational Unit tab. Should the import
include the name of the Org Unit that matches what is recorded in the system, the details from
the information recorded internally will be applied to the Customer or User.

If using an authentication server, move to the Setup>Authentication
tab.(See:Setup>Authentication;Active Directory Integration or LDAP Integration)

If creating accounts directly in the system (i.e., using internal authentication), go to the User
tab. (See:Customers and Users.)

. Set up Service Level Agreements (See:Service Level Management)

Move to the Supervisor view by clicking the User link, next to the logged in User Name.
If these are unknown at this time, the system includes a default SLA that can be used.

If applicable, create Operational Level Agreements and/or Underpinning Contracts (See: OLAs
or UCs)

This is more than likely an advanced system configuration step at this point, or may not be
relevant to the service organization. However, if OLAs or UCs are in place in the service
organization, they can be mapped into the system now. Alternatively, they may be added later.

Customize or create Workflows (See: Incident & Problem Workflows and Service Request &
Change Workflows)

The system includes default Workflows across all Processes. At this point, the default Workflows
may be sufficient, or they can be customized to suit the service organization requirements.
Alternatively, new Workflows can be created from scratch.

. Create Teams(See:Teams)

By default the system includes one Process Team and the Unknown Team. Edit the existing
Process Team, including defining the way it works, assigning the relevant Technicians,
associating the Workflows that the Team will support, and setting the Technicians to work in the
appropriate Escalation Layer(s). Teams are to be created for all Processes that are to be
managed by the system (i.e., Incident, Problem, Change, Service Request.), although it may be
relevant to finish one Process first, and return to do the other Processes at a later date.

Assign Default Teams and SLAs within Request Privileges (See:Setup>Privileges>Requests)
Move to Adminstrator view by clicking the Setup link, next to the logged in User Name

These settings will be applied to all newly created Items and Item Types that result from an
AMIE import.

Configure the CMDB, by first customizing Configuration Categories:

Return to the Supervisor view by clicking the User link, next to the logged in User Name.
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13.1

12.

13.

14.

15.

The system includes a number of default Categories, which should be more than enough for
most organizations. Within the Category, the attributes of an Item that are to be recorded in the
system, are defined by customizing the field labels. The stages that an Item can move through in
its lifecycle are defined within the Life Cycle tab (i.e., Installed>Pending Configuration>Pending
Test,etc). The types of issues reported against an Item are then created in the Classifications tab.

Configure the Category Details Fields (See:Configuration Categories)
Define the Category's Life Cycle (See:Category Life Cycle)

Create Category Classifications (See:Category Classifications)

Create Service Type templates and Service Items

For service organizations wanting to fast-track the capability to manage requests in the system,
it is advised to create Service Items in the Service Catalog to allow Customers and Technicians to
log and manage requests within the application. Create a Type using the Service Category for
each Service being offered, then create the Service Item with the newly created Type template.
For the Service to be available in the Catalog, be sure the Service Item status is set to an Active,
non Pre-production State. If the Customers are to access a Service on the Customer Portal, the
Service Item Lifecycle State should also be set to Customer Visible.

Create Item Types (See: Item Types)

If the Types are not to be automatically created as part of an AMIE or .csv import, this is done in
the Configuration>Types tab. This is where the Category template is associated with the Type
template, the default Teams and SLA are set, and the Classifications for issues reported against
Items are refined.

If Items are to be imported via a .csv file or AMIE proceed to Step 14.
Within the Admin>Setup tab, complete the Iltem Import (See:AMIE Import or CSV Import).

After the Items are successfully imported, a Supervisor User will need to refine the Type
templates created as part of the import, if the default settings do not apply to a newly created
Item Type. This task does not need to be completed immediately, and can be done on an ad hoc
basis (i.e., whenever a Type template is opened in Edit mode, before saving, the system will
prompt the User to set any required information.)

Within the Supervisor>Configuration tab, create ltems.(See:ltems)

If ltems are to be created directly within the system, this is completed in the
Configuration>ltems tab. An Item Type template is selected for the new Item, which applies all
the default information set within the Categories and Types tabs, then ownership of the Item is
assigned to the new Item. Ownership can be Everyone (i.e., a Global Item), one or more specific
Customers or Organizational Units. The specific attributes of the Item are recorded in the
Details tab, and any relationships with other Items in the system can be created within the
Relationships tab, now or at some point in the future.

Items can be mapped to Services, if required.(See:Service Catalog.)

Implementing the Processes

For information and steps for implementing for the following Processes, refer to:

+ Request Fulfillment

¢ Incident Management

+ Problem Management
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14.1

1.4.2

+ Change Management

+ Release & Deployment Management

Users

Users within the service management system that are assigned to support Teams must be allocated
one of the following Roles:

+ Technician
+ Supervisor

+ Partner.

The above User Roles can work on requests, relevant to the Processes they have been allocated (i.e.,
Incident, Problem, Change or Service Requests). The About Roles section of the User Guide provides
more information regarding specific User Roles in the system.

User Availability

The User List View includes the User Availability status by default, this is based on work hours
configured in the Schedule tab of the User and their Vacation Status.

The following icons may be displayed in the List View:

Available

9 The User is not on leave and is available for request assignment
based on their assigned work hours.

[ | The User is not on leave but is not available for request
assignment based on their assigned work hours.
Or, if no hours are set within the Schedule tab when the "Define
Works Hours" is enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system will consider
Users to be unavailable.

- The User is On Vacation. If the User logs into the system when

assigned this status, they will not have to the User Portal.
However, if they are also have Customer Web Access, when they
log in to the system they default to the Customer Portal.

Creating a User Account

When creating a new User, the following tabs are available:

+ Information
+ Aliases

+ Team
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+ Skills
+ Types

1.4.3 Information Tab

Within the User Information tab, User details can be created, viewed and edited. User Roles, Process
assignment and default Login credentials can all be customized within this tab.

NOTE: If Custom Fields are to be created for User Information, it is recommended that the
Administrator complete the customization prior to creating Users.

To create a new User:

1. Select User>Users
2. Click New

The User Information screen appears.

User Information Fields

Title Select a title from the drop-down menu options.
(This field is displayed if the Enable Titles option is
set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

First Name* Enter the User's First Name.
Last Name* Enter the User's Last Name.
User Name* Enter a User Name (unique).
Password* Enter a User Password. Note: Passwords can be

changed under the Users Tab or reset by the User
under their My Account tab.

Roles* Assign a Role for the User. Each Role has associated
permissions. See Roles.

Every Technician Role assigned also needs a
Supervisor assigned.

NOTE: Note: More than one Role can be assigned
but only one of Supervisor, Partner or Technician
can be allocated per User.

Default Portal* The Default Portal is the User Interface accessed by
default when a User with multiple Roles logs into
the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.
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User Information Fields

Assignment Template

Operations Processes

Change Processes

Internal Processes

Knowledge

Configuration

Customer Org Unit

Line Manager

Primary Email*

This option is visible in a new User Information
screen if Job Assignment Templates are configured
in the User> Assignments tab.

Select a template to assign the new User to
multiple Teams, Escalation layers and Processes.

Assign the licensed access for Request Fulfilment,
Incident and Problem Management.

Assigning Processes to the User gives them access
to support those Processes and enables them to be
assigned as Team members for those Processes'
Teams.

See User Processes.

Assign the licensed access for Change, Release and
Deployment Management. Note, Users assigned
Release are automatically assigned Deployment.

Enable the Users privilege to maintain Service
Level, Configuration and Knowledge Management.

Selecting the Configuration and Knowledge
options displays the relevant fields that enable
granular controls to be set for those processes.

NOTE: The Finance Role is limited to the processes
of Configuration and Service Level Management.

If the User is assigned the Knowledge Management
process, their privilege to create, edit, delete and/
or publish KBAs can be configured.

If the User is assigned the Configuration
Management process, their privilege to create,
edit and/or delete Items within the CMDB can be
configured on a per task basis.

If the User is also allocated a Customer Role within
the system, this field is displayed. Enter Company
or Department details that apply to the User in
their Customer Role.

(This field is visible if the User is also assign a
Customer Role within the system. The information
can not be edited if the line manager details are
set by the LDAP synch.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by
this Customer.

Enter the User's email address. System messages
are sent to this address.
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User Information Fields

Send To

Phone

Mobile

SMS Override

Fax
Pager

Salary

Forum Moderator

Survey Manager

Supervisor*

Partner For

This field becomes available for Users that have the
Customer Role and have alternate email addresses
entered on the Aliases tab.

Select the most appropriate email address to be
set as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

Enter telephone details.

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a Service Request is
raised.

SMS Messaging options:

¢ From the drop down list, select the SMS
service provider.

+ Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the User, if
a number other than the one entered in the
Mobile field is to be used to send/receive updates
via SMS. Enter the complete SMS details in email
address format, i.e.,
000777891@smsgateway.provider.com.

Enter known fax details.
Enter pager details.

An annual salary can be entered. This value is used
for reporting.

Select this checkbox to designate this User as a
forum moderator. See Forums.

Select this checkbox to enable this User to create
and manage surveys in the system.

Select a Supervisor, if the User has a technician
role. Users with the Technician Role must be
allocated a Supervisor.

When a User is assigned the Partner Role, their
associated Partner Organization must be assigned
within this field.
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User Information Fields

Partner

Available

Assignment

On Vacation

Training

Email Locale

Country

State

Timezone

GPS

If the User is also assigned a Customer Role, this
field allows the Customer to be associated with a
Partner Organization who will handle their
requests when they are logged in the system.

Shows if the User is available for requests to be
assigned to them. This is based on work hours
configured in the Schedule tab of the User and
their Vacation Status. If no hours are set within the
Schedule tab when the "Define Works Hours" is
enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system
will consider them to be unavailable.

**Visible when the Assignment Control is enabled
in Admin>Setup>Privileges>User.

Set to Off if the User is not to be assigned new
requests, irrespective of their Availability status.

Placing a Technician on vacation excludes them
from being assigned new requests automatically.
When On Vacation is activated a Technician's
existing requests are not reassigned.

This option is only visible for Technician Users, and
when enabled allows the User to be included in
Teams to view requests but does not allow them to
put the request in edit mode or add Notes.

Adjust the default language for email
correspondence, if required.

The User automatically adopts the default Country
set for the system. However, the Country can be
manually adjusted here for the specific User.

Set the State information based on the Country
selected, if required.

The User automatically adopts the default
Timezone set for the system. However, the
Timezone can be manually adjusted for the specific
User.

The GPS coordinates of the last known address.

* Denotes Mandatory Fields

1. Complete the User detail information.
2. Click Done.
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Emailing User Details

To email a User regarding their system log in credentials, click the Email button within the User
Information screen. If Random Passwords is enabled, selecting Email will reset the Password and
forward the details to the User. If Password Questions is enabled in Setup>Privileges>System,
selecting Email will send a link to the User directing them to a page that includes the security
guestions set for their account and reset the password based on the answers provided. Customers
must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the User's information in an electronic business card
format, to email or save outside the system.

1.4.4 Schedule Tab

By default the Schedule tab includes the On Vacation option, which can be set to Yes when the User
takes leave. The system will automatically re-assign the User's active requests, if the Vacation
Reassign option has been enabled in the Admin>Setup>Privileges>User tab. If this option has not
been enabled, a Supervisor User will need to manually re-assign the requests, if required.

If the system Setup has been configured to Define Work Hours and Schedule Vacations, this
additional functionality is available within the Schedule tab.
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User Information

Information Schedule Aliases Team Skills Org Unit

Ingo Engels
Working Hours
Relative To (GMT +5:30) New Delhi

Apphy Template E
Sunday <unavailable> |Z| to  <unavailable> |Z|
Monday  09:00 =] o 17:00 -]
Tuesday  09:00 [*] to 17:00 -]
Wednesday  09:00 [*| to 17:00 -]
Thursday 09:00 [x] o 17:00 -]
Friday  09:00 [*] o 17:00 -]
Saturday <unavailable> |Z| to  <unavailable> |Z|

Holidays
On Vacation @ pyg ) yes
Schedule @ @
Purpose = Start Date <= End Date = Active
0 - 0 of 0 Results
[ cancel M save ]
Define Work Hours

Use the drop-down lists to set the hours of work the User is available for the week. Based on what is
set here, the system will assign requests to the User during their available hours. However, if no
other Technician is available for requests based on their defined work hours, the system will assign
the User new requests outside of their set work hours.

NOTE: If the Technician Define Work Hours option has been enabled, the hours of work MUST be
defined, otherwise the system will ignore the Technician Assignment logic and automatically allocate
new requests to the Team Lead.

Schedule Holidays

The Schedule Holidays functionality allows the Supervisor to pre-book leave in the system for Users.
There are no restrictions on the number of days that can be set, and based on the configuration,
when a leave period is activated, the system will automatically re-assign active requests to other
available Users applying theTechnician Assignment logic. If the request was initially drawn from an
Incident Queue, it will not return to the Queue but be reassigned to the most relevant Technician
based on the Technician Assighment logic.

As a Supervisor User, to schedule User leave:

1. Go to the Users>User option
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Select the hyperlink name of the User
Move to the Schedule tab

Click Edit, to activate edit mode

AN S

In the Schedule field, select €@
The Vacation Details window is expanded.

6. Enter the reason for leave in the Purpose box

Vacation Details
Purpoze Anual Leave
Start Date  12/24/15 22:30

End Date 01/04/16 22:29

7. Complete the Start and End date details
8. Click Save.

The details are recorded in the database and when the Start Date is reached, new requests will
not be assigned to the User. After the scheduled End Date, the User account will be
automatically re-activated.

Holidays
OnVacation @ png () ves
Schedulz: @ @
Purpose £ Start Date ¥ End Date £ Active
D Anual Leave 12/24115 22:30 01/04/18 22:29
1-1 of 1 Results

NOTE: It should be noted that if the User on vacation is a Team Lead for any Teams where there are
no Technicians available for new request assignment, the system will allocate new requests to the
Team Lead, regardless of their vacation status.

The Supervisor Events calendar in the Home tab shows when Users are on Vacation:

PRSI January 2016 EEZY weer o

5 Mom T Wed T Fi Sat

H

g = -
= ®

[

Request Subject in the Calendar: Technician will able to view the Request Subject in the calendar
only for Request Due and Scheduled Request.

Subject of the Request is displayed in the calendar. In case of lengthier subject, only a part of subject
is displayed and tool tip displays the entire subject.
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In case if there is no subject, “no subject” is displayed.

Aliases Tab

NOTE: This is only applicable if the User has the Customer Role.

Use the Aliases tab to enter additional email addresses. The system creates requests from emails
sent to the system account from a valid email address. Email addresses in the Aliases tab allow the
User to send emails to the system account from more than one address. Notifications for requests
created using an address in the Aliases tab, are sent to the main email address and cc'd to the alias
address that was used to create the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.

User Information

Information Schedule Aliases LCET Skills Org Unit
[ aga ingo Engels
Emiail 2

|:| ingo@epm.blr.novel.com

1-10of1 Results

To add an alias email address:

1. Select User>Users.

2. Click on the User name

The User Information screen appears.
Select the Aliases tab

Click Edit to access the Add button
Click Add

Enter an alias email address

Click Save.

When an alias email address has been created for a Customer, a Send To field is displayed on the
Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

N o u kW

NOTE: An alias will only be used if the User has a Customer Role.

To remove an Alias Email Address, in Edit mode, tick the checkbox next to the Email Address and
click the Remove button.
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1.46 Team Tab

The User Team tab lists Teams associated with the selected User. Use this section to assign the User
to one or more support Teams, making the additions by Team or job Assignment templates that have
been configured in the system. Processes selected in the Information tab for the User determine the
Teams available in the Team tab.

Once a User is assigned to the Team, the Supervisor must configure the escalation layers for the
Team to include the new User. However, the User can easily be added to Layer One of escalation
when associated with a new Team by ticking the Assign new users to layer one option when
assigning the Team within this tab. Also, if Assignment templates are created in the system, by
selecting Team Template, the User will automatically be added to Teams, Escalation Layers and Work
Groups configured within the selected Template.

NOTE: The User must be assigned the relevant Processes for Support Teams to be shown in Team
search results. If an Assignment template is selected and includes Teams for Processes the current
User is not allocated, those Teams will not be included on the Template.

To add a User to a Team within the Team tab:

1. Click Edit

User Information

P viormation W schesie W miares § reem W s ¥ oraver I

Ingo Engels
Add By Team E
Teams @ BYOD-Incident-Team
Q Change Management Team Find Team (Name)

DAssign news user to layer one

2. Using Add By Team, enter a Team Name in the Find Team field and click @ or leave the field
empty and click &
The Teams for Processes that the User is assigned are displayed in the search results.

3. Tick "Assign new user to layer one", if relevant

4. Select a Support Team link
The User is assigned to the Team and layer one of escalation if appropriate.

5. Click Save.

To add a User to a Team within the Team tab using Assignment templates:

1. Click Edit
2. Within the Add By field, select Team Template

Job Assignment Templates that have been configured in the User>Assignments tab are
displayed, but only including Teams consistent with the Processes assigned to the User
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User Information

Information Schedula Aliases Team Skills Org Unit
Ingo Engels
A BY  Tegm Template |E|
Templates E

3. Select one or more Template options
4. Click Save

The User is automatically included in the Teams, Escalation Layers and Work Groups configured
in the Template.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
ADDBY 1oz Template E
Templates ey Template E
Team Hame £ Layer =
Portfolio Management

1-10f 1 Results

To remove a User from a Team:
1. Select User>Users

The User Information screen appears.
Click on the name of the User

Select the Team tab

Click Edit

Select@ to remove a Team assignment
Click Save
Click Done.

N o v s~ WD

8. NOTE: If a User is the Team Lead or the only person assigned to an escalation layer they cannot
be removed from a Team under this tab.
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1.4.7 Skills Tab

Use this section to assign any specific Classifications that are to be handled by a Supervisor,
Technician or Partner. This assignment assumes areas of expertise for Users assigned to these
Classifications. This allows the system to automatically route requests logged against these
Classifications to the most appropriate User.

NOTE: Prior to using the Skills tab, Items and Classifications should be configured.

Assigning a Classification

To assign a Classification:

1. Select User>Users>Skills
2. Click Edit to display the Add button
3. Click Add
4. Select the Item Category
The Item Type and Classification Type drop-down list is displayed.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
ltem Category E
Classification £ Item Category = ltem Type =
0 -0 of 0 Results

5. Choose an Item Type, if relevant
6. Select * to assign all Classifications as Skills or choose a specific Classification

The list displayed will include all Classifications configured for the Item Category and the Item
Type, if an Item Type is selected.

User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

tem Category Hardware

tem Type Del Latitude E&430

EIRERREY

Classification ¥

Configuration
Classific Downloads £ Item Category = em Type =
General
Manuals 0-0of 0 Results
MNetwark
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1.4.8

7. Click Save
8. Click Done.

NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Iltem Type, and not directly
related to the Item Category.

To remove a Classification:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User
3. In the Skills tab, click Edit
The Delete button appears at the bottom right.
4. Click the checkbox next to the Classification. Multiple Classifications can be checked
5. Click Remove
6. Click Done.

NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Item Type, and not directly
related to the Item Category.

Org Units

Use this section to assign one or more Org Units to a Supervisor, Technician or Partner, which will

result in requests that are logged by these Org Units being routed to the assigned Users. When Users
are assigned to support Organizational Units, the Find Customer option during the request creation

process, displays the Supported Org. Units Only option. This limits the Customer search results to
those Customers who belong to the Org. Units the logged in Technician is assigned to support.

Find Customer

First Name Email

I

Last Name Phone

Uzername Cryg. Unit

v Supported Org. Units @
Onby
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Assigning an Org Unit

To assign an Org Unit:

1.
2.
3.

Select User>Users>0rg Units
Click Edit to display the Find Org. Unit search field

Enter any known Org Unit details or leave the field blank to return the full list of Org Units
recorded in the system

User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

Org. Units
Find Org. Unit (Hame})

@
[ concet W save

. Click @

5. Click on the Org Unit name hyperlink to associate it with the User

Multiple selections may be made, if required.

. Click Save.

Removing an Org Unit

To remove the association between a User and an Org Unit:

1. Select User>Users
The User Information screen appears.
2. Click on the name of the User
3. Inthe Org Unit tab, click Edit
4. Select @ next to the relevant Org Unit
The Org Unit details are removed from the tab.
5. Click Save
6. Click Done.
Delegate

Use this section to assign this user as delegate for one or more Org Units or customers. Depending
on requirements, you can assign or remove the Org Units or customers. To assign, click the search
icon, and select the required Org Units or customers.

To Remove, click the @ icon next to the relevant Org Units or customers.

For more information about the delegate role, see “Delegate” on page 319
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1.5

Technician Assignment

The logic behind Technician Assignment within the system is more than the application basing the
allocation on the Technician location, load or skill set, as more extensive parameters are considered
when routing requests to Technicians. By understanding the variables within the assignment
process, Users can configure the system to better reflect the workflow of its service support Team
environment.

When a request is logged with the service desk, the Team is selected based on the SLA and Workflow
State of the request.

Vacation

Figure 1: Request assignment logic
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1.5.1

1.5.2

After the Team has been assigned to the request, the application:

1. Checks if the Team has escalation layers, and validates the capability of Technicians in Layer or
Group associated with the request

2. To make an assignment within the layer or group, the system checks if Technicians are assigned
areas of specialty - Skills or Classifications. If so, the system matches the Classification of the
request with the Classifications supported by the Technician

3. If multiple Technicians are assigned the relevant Classification, or if specific Classifications are
not assigned to the Technicians within the Team, then the system verifies if Team members have
been assigned to support specific Organizational Units. If so, the application will match the
Organizational Unit of the Customer to the Technician

4. If the Team "Live Priority" feature has been enabled, the system checks for Team Technicians
logged into the application. If multiple matches have been made between the Technician Skills
and the request's Classification, and the Org Unit of the Customer and Technician, the system
checks for technicians logged into the application. However, if no match is made between the
Skills and Organizational Unit, it will still check for the logged in User if the Live Priority Team
functionality is active

5. If there are multiple valid Technicians based on Skill, Org Unit and/or Logged In User, the
application will allocate the request to a Technician with the lightest request load.

NOTE: It should be noted that if the Technician Define Work Hours option has been enabled in the
Admin>Setup>Privileges>User, the hours of work MUST be defined within the
Super>User>Users>Schedule tab, otherwise the system will ignore the Technician Assignment logic
and automatically allocate new requests to the Team Lead.

Please note that these are not only the forces that govern request assignment. Other factors that
determine the routing of requests include the Team assigned to Workflow State, the Technician
assignment privilege and if request Queues are enabled.

Service Manager and Workflow States

Within Service Manager the pool of Technicians that can be assigned to a request is increased by the
OLA or Underpinning Contract assigned to the Workflow State of the request.

Service Manager allows Workflow States to be governed by internal or external contracts, known as
OLAs or Underpinning Contracts, respectively. OLAs can be assigned to different support Teams,
which means if the Team changes as a result of the Workflow State change, the request may be
routed to a whole new pool of Technicians.

If the Workflow is supported by an Underpinning Contract, the request is assigned internally to the
responsibility of the Service Level Manager.

Self Assign Option

The Self Assign functionality allows the application to override the business logic of request
assignment. This feature enables the automatic allocation of requests to the Technician who creates
the request. A Supervisor User can activate Self Assign for requests on a per Team basis, within the
Team Information screen.
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1.5.3

1.6

1.6.1

Request Queues

That about covers the automated routing of requests, but support Teams who prefer to create a
qgueue or holding bay for newly created requests, are also catered for within the system.

Queues are activated on a per Team basis. This means, where one support Team may use the
automated routing process, another can create a holding bay. The holding bay allows Technicians to
choose their jobs from the Queue, as opposed to having requests automatically assigned by the
system.

The Administrator User can activate the Queues feature in the application
Setup>Privileges>Requests tab. The Supervisor User then enables the option within the Team
Information screen, as required. New requests assigned to a Team with this preference enabled, are
assigned to the System User. To access requests held in the Queue, Technicians use the Request
Queue Filter within the Home Tab.

The request can then be re-assigned to a specific Technician within the Summary Tab of the request.
See: Queues.

Organizational Units

Customers can be assigned to a Company within the system. This can be refined by allocating the
Customer to a Department, and if relevant, to a specific Room. This information is stored within the
Organizational Unit details.

NOTE: Companies can exist without Departments, but Departments and Rooms can only be created
as part of Company information.

Technicians can also be assigned to service specific Organizational Units.

Organizational Unit Filters

The Organizational Unit list can be filtered to display the following views:

System List Filters Description

Organizations Shows the Companies supported by the service desk.

Org. Units Lists all Departments included within Companies.

All Lists complete Org Units, with Company and Department
names.

To change the List View, select the relevant option from the Filter list.
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1.6.2

1.6.3

Organizational Units

n Export: (Current Pags |E| Eﬂ. Filter: Al [sys] IZ| Display: 10 IZ| @@
Hame £ Primary Contact City = State = 1| All [sys] =

o .
Micro Focus <

Micro Focus - Accounts Dept

Save View =s Filter,.,
Wicro Focus - Electrical Engg Edit Filter List...

Micro Focus - Head Office

Micro Focus - Information
Technelegy -

1 -5 of 5 Results

Organizational Units and External Authentication

Organizational Unit relationships can also be mapped from an authentication server. By default this
is not enabled. To activate Customer Organizational Unit mapping, as an Administrator go to the
Advanced tab for the selected authentication server within Admin>Setup>Authentication. Select Yes
for the Import Customer Organizational Units option.

Customer Orgs @ “ves [ No

Company @) standard ) Custom
company E

Department @) standard ) Custom
department IZI

NOTE: The details of the Org. Units are not populated upon this synch, only the Org Unit names. For
the Org Unit details to be assigned to Customer or User Information, create the Org Unit in the
Supervisor>User>0rg Units tab and ensure the Org Unit name is identical to what is stored in the
authentication server. If the details are not identical, the system will create another Org. Unit.

Details Tab

Use the Details tab to create an Organizational Unit.

Creating an Organizational Unit

To create an Organizational Unit:

1. Select User>Organizational Units

2. Click New

3. Complete the Organizational Unit Name
4

. Select Organizations or Org. Units within the Filter drop-down list
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Org. Unit Information

Details Customers Technicians Items Requests Contracts
Information
Namel Notes
Org. Unit Type  Company E
T
Address 1
Address 2
City Handshaking
Zip Override () yes @ ng
Partner
s E Customer of E
Phone
URL
Email

5. Enter other details, if required
6. Select Handshaking override option, if relevant

If the System Default Handshaking Close Action days is to be adjusted for the Org. Unit, select
Yes in the Handshaking Override field. Enter the number of Days to lapse before a request will
close if the Customer does not respond to the handshake email notification.

7. If appropriate, set the Partner Organization

(The Partner Organization is an external service provider that includes Partner Users who can
manage requests logged with the system for Customers associated with the Company or
Department being created.)

8. Click Save.

Primary Contact

When multiple Customers are assigned to an Organizational Unit, a Primary Contact person can be
allocated for the Org Unit. This is the preferred person the Service Desk will contact for issues
relating to the Org Unit.

To assign a Primary Contact:

1. Select User>Organizational Units

2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact

field will be visible.
3. Within the Details tab, click Edit

The Find Customer box is displayed. (Note that this search is only visible when Customers have

been assigned to the Org. Unit)
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Primary Contact
Find Customer (Last Hame)

4. Search for the Customer

To view all available Customers click Search without entering a Customer last name in the
search field.

5. Click the Customer name to assign them as the Primary Contact
6. Click Save.

Default Item

When an Organizational Unit owns multiple Items, within the Default Item field an Item can be used
as the one to be automatically applied to all requests created via email for the Organizational Unit.

To assign a Default Item:

1. Select User>Organizational Units
2. Select an Org Unit Name

The Details tab is displayed with the Default Item visible at the bottom of the first column.
3. Within the Details tab, click Edit

The Find Item box is displayed.

Default tem
Find Item {Item Number)
ltem Mumber £ lem Type =
Microfocus - Website Services
elLearning

1-1 of 1 Results

4. Search for the Item

To view all available Items click @ without entering an Item Number in the search field.
5. Click the Item Number link to assign it as the Default Item
6. Click Save.

1.6.4 Customers Tab

This tab displays all Customers assigned to the Organizational Unit. Customers cannot be added
within this screen, as they are allocated to Org. Units when they are created or through the
User>Customer>Customer Information screen. The list can be filtered based on Customers directly
assigned to the Org. Unit, or all Customers associated with Company Org. Units including those
associated with related Departments.
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1.6.5

Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts
Micro Focus
Al [~]
Customer Hame £ Email Address £ Phone £ Org. Unit E
Andy Fair andy@nsd.com Micro Focus - Head Office
Anil k anil@nsd.com Micro Focus - Accounts Dept
Guruprasad 5 guru@nsd.com Wicro Focus - Electrical Engg
James Stewart james@nsd.com Micro Focus - Information
Technology
Jason Blackett jason@nsd.com Micro Focus - Information
Technology
Jeff Lag jeffi@nsd.com Micro Focus - Head Office
Michael Angelo michaeli@nsd.com Micro Focus - Head Office
Paul Pedron pauli@nzd.com Micro Focus - Head Office
Sachin Kumar sachin@nsd.com Micro Focus - Electrical Engg
Sunil k sunil@nsd.com Micro Focus - Accounts Dept

1-100f 11 Results = =

Technicians Tab

The Technicians tab allows support technicians to be assigned as key support staff for an Org. Unit.

This means when requests are created, the system checks if the Item’s Organizational Unit has

Technicians assigned to service its request. If so, the request is routed to a Technician assigned to the

Org. Unit.

Assigning a Technician to an Organizational Unit

To assign a Technician to an Organizational Unit:

Select User>Organizational Units
Select Org Unit Name

Move to the Technicians tab
Click Edit

Click New

vk wN e

0Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts

Micro Focus

Available Technicians:  Craig Wilson Em m

Craig Wilson
Technician Ingo Engels E Email
Joe K .
[[] JoeK Kamal K joe@nsd.com
Sankar R
Vaibhav Jain 1-10of 1 Results

6. Select a Technician name from the drop-down list
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7. Click Save

8. Select Done.

After adding the technicians, You can select one or more technicians and click Set as Delegate to
assign delegates for the customer of this Org. Unit.

To remove technicians as Delegate, select the technicians and then click Remove as Delegate.

QOrg. Unit Information

Details Customers Technicians Departments Items Requests Contracts
OrgUNit1
Technician = Email Delegate
D Suryansh Gupta suryanshi@nsd.com No
D kamal Kushwaha kamal@nsd.com Nao

1 -2 of 2 Results

D G CITTD CIENTTD GEEED

For more information about the delegate role, see “Delegate” on page 319

Deleting a Technician Assignment

To delete a Technician assignment:

1. Select User>Organizational Units

2. Select the Org Unit Name

3. Move to the Technicians tab

4. Click Edit

5. Tick the checkbox next to the Technician name
6. Click Delete

7. Click Done.

1.6.6 Departments Tab

The Departments tab allows Company group information to be refined. Departments are created for
a Company within the Departments Tab.
Creating a Department

To create a Department:

1. Select User>Organizational Units
2. Select Org Unit Company Name
3. Move to the Departments tab
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Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts

Department Hame = Primary Contact Phone

Micro Focus - Accounts Dept Anil k
Micro Focus - Electrical Engg
Micro Focus - Head Office

Micro Focus - Informatien Technology

1-4of 4 Results

Click New
Enter the Department Name

Enter other details, if required

N o v &

Select Handshaking override option, if relevant

If the System Default Handshaking Close Action days is to be adjusted for the Org. Unit, select
Yes in the Handshaking Override field. Enter the number of Days to lapse before a request will
close if the Customer does not respond to the handshake email notification.

8. Click Done

The system will move to the Department Editor, to allow Rooms to be added to the
Department.

~ Information
)I The Department was added successfully. You may now add Rooms.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
) MicroFocus Depe
Information
Mame Micro Focus - MicroFocus Deptl Motes

Org. Unit Type Department

9. Select the Rooms tab if Rooms are to be added immediately
10. Click Edit

11. Select New

Org. Unit Information

Details Customers Technicians Rooms

Items Requests Contracts
[ eaic a
Room Name
0-0of 0 Results
[ oone
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12. Enter the Room details
13. Click Save

14. Click New to add another Room or select Done.

.~ Information
|
_,/'I The Room was added successfully.

Org. Unit Information

Details Customers Technicians Rooms Items Regquests Contracts

Room Hame
|:| Building 1

1-1of 1 Results

D G GrND

Edit a Department
Department details are edited through theOrg. Units Filter of the Organizational Unit list.
To edit a Department:

Go to User > Org Units

Select the filter option Org.Units (sys)
Select a Department from the list provided
Click Edit

Modify the details as necessary

A A

Select Save

1.6.7 Rooms Tab

To expand Department details, Room locations can be created. This allows Customers to be assigned
to specific locations within an Organizational Unit. The Rooms tab is only visible for Department Org
Units that are accessed through the Org.Unit filter of the Org Unit list.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Room Name
|:| Building 1

1-10f1Results

D D G
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Adding a Room to a Department
To add a Room to a Department:

1. Within the Organizational Units list select the Org.Units filter

Organizational Units

ﬂ Export: Current DagelZl sq' Filter: Al [sys] |Z|Di5play: 10 |Z| @&

Hame £ Primary Contact City = State = Al site =
Micro Focus ks
Micro Focus - Accounts Dept Anilk

Save View as Filter...

Wicro Focus - Electrical Engg Edit Filter List...

Micro Focus - Head Office

Micre Focus - Information
Technology

Micro Focus - a a lceland 1212 -

1-6 of 6 Results

Select the relevant Department/Org.Unit link
Move to the Rooms tab

Click Edit

Click New

Enter the Room Name

Click Save

N oo v ok~ W

1.6.8 Items Tab

This tab lists all the Items that have been assigned to the Organizational Unit.

Org. Unit Information
Details Customers Technicians Departments Items Requests Contracts

Micro Focus

Item No. = Item Type = Team

0-00f0Results

1.6.9 Requests Tab

This tab lists all requests generated by the Organizational Unit. To view or modify a request, select
the Task# hyperlink.
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Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts
Micro Focus
Filter: Incidents [sys] |z|
Task # T Process E Date £ Technician £ Customer £
0-00f 0 Results

1.6.10 Contracts Tab

The Contracts tab displays an Organizational Unit's current contract status. An Organizational Unit
can be assigned an SLA or, when Billing is enabled, a Contract that manages the period of time the
SLA applies to the Org Unit. When Contracts are enabled, an Organizational Unit can have only one
active Contract in the system at any one time and must have an assigned Primary Contact.

To update the Service Level assignment when Contracts are disabled:

1. User>Organization Units
2. Select the required Org Unit
The Org Unit Information screen will open.
3. Select the Contracts tab, click Edit
4. In SLA Details, using the drop-down menu, select the SLA

5. Select Save

When Contracts are in use throughout the application, timeframes are set for Service Levels and
Contract history is displayed within the Contracts tab. It is also possible to assign a Service Level and/
or Contract within the Contracts tab.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Accounts Dept
Contract
Service Level Warranty
Contract# 5 €3
Contract Type Subscription
Invoice # 100008
Start Date 01/05M16
End Date 03/02118
Expires 2 Years 1 Month 14 Days

Items Org Unit Customers Reqguests Audit
Contract# ¥ Type SLA = Invoice # Start Date = End Date = m
F 5 PerOrgUnit  Warranty 100008 010516 12:12 0302118 23:59
1 PerOrgUnit  Warranty 100001 01/0516 11:53 0110516 12:11
1-2 of2 Results
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To create a new Contract for an Organizational Unit:

NOTE: To assign a Contract to an Org Unit, a Primary Contact must be nominated for the Org Unit or
the system will prompt the User to assign a Primary Contact during the Contract assignment process.
This means, prior to creating the Contract assign at least one Customer to the Org Unit and then
designate a Customer as the Primary Contact. To assign a primary contact:

1. Select User>Organizational Units

2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.

3. Within the Details tab, click Edit
The Find Customer box is displayed. (Note that this search is only visible when customers have
been assigned to the org unit)

Pl CEmEEE: Find Customer (Last name)

| |

4. Search for the Customer. To view all available customers click Search without entering a
customer last name in the search field

5. Click the Customer name to assign them as the Primary Contact
6. Click Save

To create a new Contract for an Organizational Unit:

1. Select User> Organizational Units
2. Select the Organizational Unit's Name
3. Move to the Contracts tab

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
[ et Electrical Engg
SLA Details

Service Level
Contract # Mo Contract Assigned
Ttems Org Unit Customers Requests

Contract # = Type SLA = Start Date = End Date

0 -0 of 0 Results

4. Click Edit
The Add and Delete buttons become available with the Contracts>Org Unit tab.
5. Click Add

If a Primary Contact has not been assigned to the Org Unit a system prompt will notify the User
to create a Primary Contact. See: Primary Contact.

Administrator Guide 45



6. Select a Service Level from the list

When selected, the screen expands to display start and end date fields.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Contract

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent G Hours 12 Hours 24 Hours es None
High 12 Hours 24 Hours. 48 Hours Yes None
Medium 18 Hours 36 Hours. 72 Hours = None
Low 24 Hours 48 Hours. 85 Hours Yes None

Contract Type Per Org Unit

Time Subscription B

i
Start Date | Time Limited Subscription
Support Hours

Frlizi Support Hours By Month

7. For the Per Org Unit Contract Type the Time Period for the Contract can be defined as one of the
following:

Subscription if selected, the Start and End Dates are automatically set to a year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period,
or the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Click Save
9. Click Next to continue

The system reverts to the Contracts summary screen, if the contract is forward dated and
another contract is not already active, the Enable Contract option button will be available.
Select this button if the contract is to commence prior to the set Start Date. Alternatively, other
contracts can be queued for the Org Unit by selecting the Add button.
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0Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
Accounts Dept
SLA Details
Service Level Warranty
Contract # No Contract Assigned

Pending Contract # 5 Sty

Items Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 1210 030218 23.59 Delete
1 Per Org Unit Warranty 0140516 11:53 01405186 12:11

1-20f2Results

10. Click Save

To process the contract before the set Start Date select the Enable button.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
T Accounts et
SLA Details

Service Level Warranty
Contract# No Contract Assigned

Pending Contract # 5 SFda Ly

Ttems Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit VWarranty Q20217 12:10 030218 23:59
1 Per Org Unit Warranty 01/05/16 11:53 01/05186 12:11

1-2of 2 Results

11. Click Done.

A success message is displayed.

Information

New contract is enabled for this Org. Unit.
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1.7

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
e Aecounts oot
SLA Details

Service Level Warranty
Contract# 5
Contract Type Subscription
Start Date 01/05/16
End Date 03/02/13
Expires 2 Years 1 Month 27 Days

Items Org Unit Customers Requests Audit
Contract# < Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 01/05M8 12:12 03/02/18 23:59
1 Per Org Unit Warranty 01/05M16 11:53 M/05M18 12:11

1-2 of 2 Results

12. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract will be listed in the Org.Unit
Information>Contracts>Org.Unit tab.

To delete a current Contract, as a Supervisor User, select @ next to the Contract Number.
Alternatively, to delete a current or queued Contract, within the Contract>Org Unit tab check the
field next to the relevant Contract # and select the Delete button.

The Items and Customers tab within the Org Unit>Contracts screen is used to list all the Items and
Customers Contracts that are associated with the selected Org Unit.

Primary Contact

When multiple Customers are assigned to an Organizational Unit, a Primary Contact person can be
assigned to the Org Unit. This is the preferred person that will be contacted regarding issues related
to the Org Unit.

NOTE: When Billing is enabled, a Primary Contact must be assigned to the Org Unit if the Org Unit is
to be allocated to an Item. If a Primary Contact has not been assigned to an Org Unit, the Org Unit
will not be displayed as an option in Org Unit search results of the Item Information screen.

To assign a Primary Contact:

1. Select User>Organizational Units
2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.
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Org. Unit Information

Details
Information
Name |
Org. Unit Type
COrg. Unit Code
Address 1
Address 2
City
Zip
Country
Phone
URL

Email

3. Within the Details tab, click Edit

Requests Contracts

Tives @ o

The Find Customer box is displayed. (Note that this search is only visible when Customers have

been assigned to the Org Unit

Primary Contact
Find Customer [Last Hame)

4. Search for the Customer

To view all available customers click Search without entering a customer last name in the search

field

5. Click the Customer name to assign them as the Primary Contact

6. Click Save.

1.8 Customers

The Customers tab is used to create, modify and delete Customer Accounts.

A Customer is a User assigned the Customer Role. They can be internal or external to the
organization and can raise Incidents through the Customer Portal or via email. Service Desk staff can

also generate requests on behalf of the Customer.

Service Desk Customers can be created within this tab. The Administrator can also import Customers

from a .CSV file, or synchronize the system with a directory server.

NOTE: If Customers are imported using a directory server and the mixed mode authentication
method is disabled, the option to create Customers within the Users tab is not available.
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1.8.1 Creating a Customer Account

Customer Information includes the following tabs:

+ Information
+ Aliases

+ Items

+ Requests

+ Contracts

1.8.2 Information Tab

This tab is used to enter contact information about a Customer, creating a new Customer account.

NOTE: If Custom Fields are to be created for Customer Information, it is recommended the
Administrator complete the customization prior to creating Users. (See Administrator: Custom
Fields.)

To create a Customer account using Internal Authentication:

Select User>Customers
Select New

The Customer Information screen appears with the following fields:

pw h o

Customer Information Fields

Access

Title If enabled, select the appropriate title from the
drop-down options. (This field is displayed if the
Enable Titles option is set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

First Name* Customer's First Name.

Last Name* Customer's Last Name.

User Name* The login User name credentials for the User. If this
is imported via LDAP or Active Directory, it can not
be edited. Otherwise, enter a Username. Note that
the value must be unique.

Password/ Confirm Password The Default Password is set to the Customer's

email address or a random string can be enabled
by the Administrator in Setup>Privileges>System.
See Authentication.

Customers can reset their password from the
Customer Portal, or a Service Desk User can reset it
in the customer account details using the Reset
Password button through the Customer>
Information tab.
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Customer Information Fields

Web Access

Contact

Primary Email*

Send To

Org. Unit

Delegates

Line Manager

Room

Address 1
Address 2
City

State

Zip/Postcode

Web Access allows Customers to view their
account information and Incidents via the
Customer Portal.

The Customer's Email address. System messages
are sent to this address.

This field becomes when alternate email addresses
are entered on the Aliases tab.

Select the most appropriate email address to be
set as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address, the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

The Organizational Unit, be it a Company or
Department with which the Customer is
associated.

(Organizational Units are created by the
Supervisor, in Users >0rganizational Units.)

To assign a delegate for customer, click the search
icon and select the required technicians.

For more information about the delegate role, see
“Delegate” on page 319

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by
this Customer, as part of the Change Management
or Service Request approval process. (This
information can not be edited if the line manager
details are set by the LDAP synch.)

This field is visible if the Display Rooms option is
set to Yes in the Setup>Privileges>Customer screen
and there are Room details configured in
Organizational Units.

First line of Customer's address.
Second line of Customer's address.
Customer's city details

Customer's State details. Options will be displayed
for the State, once the Country is selected, if
Regions are configured for the Country in the
system.

Customer's area code.
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Customer Information Fields

Country

Email Locale

Phone
Fax
Pager

Mobile

SMS Override

Partner

Customer of

Locale

Time zone

Last Login

Host

Customer's country. The country selected will
determine the time zone and state options for the
Customer.

Set the default language for email
correspondence.

Enter Phone details.
Enter the Customer's fax number, if relevant.
Enter the Customer's pager details, if relevant.

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a request is created.

SMS Messaging options:

1. From the drop-down list, select the SMS
Service Provider.

2. Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the
Customer, if a number other than the one entered
in the Mobile field is to be used to send/receive
updates via SMS. Enter the complete SMS details
in email address format, i.e.,
000777891@smsgateway.provider.com.

Nominate the Partner Organization associate with
the Customer. This is an external service provider
who manages the Customer's request.

(The option is enabled by the Administrator in
Setup Privileges> Use >Edit Customer Partner. The
Partner Organizations are defined by the
Supervisor in the User>Partner Organizations tab.)

The Customer automatically adopts the default
Timezone set for the system. However, the
Timezone can be manually adjusted here for the
specific Customer.

Auto-populated with the date the Customer last
logged into the system.

The IP address of the last login for the Customer
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Customer Information Fields

GPS The GPS coordinates of the last known address for
the Customer. (This field is displayed when the
Record GPS option is enabled in
Admin>Setup>Setup>Privileges>Customer tab.)

Roles

Current* Multiple Roles can be assigned to a User. Select
other Roles the Customer will use, by ticking the
check boxes.

Note: If the Technician Role is selected, a
Supervisor must be allocated.

Default Portal The Default Portal is the user interface a Customer,
who is assigned multiple Roles, accesses by default
when they log into the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

Details

Notes Click on the field to enter any Customer relevant
information.

* Denotes mandatory fields

1. Click Done.

Emailing Customers Credentials

To email a newly created Customer details regarding their system log in details, click the Email
button within the Customer Information screen. If Random Passwords is enabled, selecting Email
will reset the Password and forward the details to the Customer. If Password Questions is enabled in
Setup>Privileges>System, selecting Email will send a link to the Customer directing them to a page
that includes the security questions set for their account and reset the password based on the
answers provided. Customers must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the Customer's information in an electronic business card
format, to email or save outside the system.
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1.8.3

1.8.4

Aliases Tab

The Aliases tab is used to enter additional email addresses. Email addresses in the Aliases tab allow
the Customer to send emails to the System or Team support addresses from more than one address.
The system creates requests from these emails. Notifications for requests created using an address
in the Aliases tab, are sent to the main email address and cc'd to the alias address that was used to
create the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.

To add an alias email address:

1. Select User>Customers

2. Click on the Customer name

The Customer Information screen appears.
In the Aliases tab click Edit

Click Add

Enter an alias email address

Click Save.

When an alias email address has been created for a Customer, a Send To field is displayed on the
Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

o v kM w

Customer Information

Contact Aliases Items Requests Contracts

[ ca JeffLag

Email

0 -0 of 0 Results

To remove an alias email address, in Edit mode, tick the checkbox next to the relevant email address
and then click Remove.

Items Tab

The Items tab lists the Items owned by the Customer. To access Shared Items, tick the Include Shared
option. To view or edit the Item details, select the ltem Number hyperlink. Select the Excel button to
output the Item List to Excel format.
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1.8.5

Customer Information

Contact Aliases Items Reguests Contracts

[ cae Jeff Lag

Include Shared [ | Display: 10 |E|

Team

item No. ltem Type

0 -0 of 0 Results

To add an Item:

1. Select User>Customers
2. Click on the Customer name
The Customer Information screen appears.
3. In the Information tab, click Edit
4. Inthe Item tab, click Add
The Find Item editor is displayed.
5. Search for the relevant Item
For details regarding an advanced Item search see: Advanced Search.
6. Select the Item # hyperlink
The selected Item will be associated with the Customer.
7. Click Save

8. Select Done

Requests Tab

The Requests tab is visible after the Customer has been created. It lists all requests related to the
Customer and allows the User to create new requests for the Customer. To view details of a request,
select the Task # or Problem Report hyperlink. To create a request for the Customer, select the New
button.

Customer Information

Contact Aliases Reqguests Contracts
[ New JeffLag
Filter: Al Tasks [sys] |E| Display: 10 |Z|
Task# + Process = Date = Status = Technician = Problem Report

0-0of 0 Results
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1.8.6 Contracts Tab

The Contracts tab displays a Customer's current contract status. A Customer can be assigned an SLA
or, when Billing is enabled, a Contract. A Customer can only have one active Contract, but contracts
can be queued within the Contract >Customer tab, as required.

When Contracts are in use throughout the application, the timeframe set for Service Levels and
Contract history are displayed within the Contracts tab. It is also possible to assign a Service Level
and/or Contract within the Contracts tab.

Customer Information

Contact Aliases Items Requests Contracts

Contract

Service Level Warranty
Contract# Mo Contract Assigned

Customers Items

Contract# 7 Type SLA E Invoice # Start Date E End Date =

3 Per Customer Warranty 100004 010516 12:01 01/06M6 11:09

1-10f1Results

To create a new Contract for a Customer:

1. Select User>Customers

2. Select the Customer Name

3. Move to the Contracts tab

4. Click Edit

The system will display the Add button in the Customers tab

Customer Information

Contact Aliases Items Requests

Contract

Service Level
Contract# Ne Contract As=igned

Customers Items

Contract# 5 Type Sl = Invoice ¥ Start Date = End Date

0 -0 of 0 Results
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5. Click Add
The SLA options are displayed.
6. Select a Service Level from the list

When selected, the screen expands to display the Time, Start and End date fields.

Customer Information

Contact Aliases Items Requests Contracts

Contract
Inveice Number 100032
Service Level SLA

Incident E

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 8 Hours 12 Hours 24 Hours fes None
High 12 Hours 24 Hours 48 Hours Yes None
Medium 18 Hours 36 Hours 72 Hours fes None
Low 24 Hours 48 Hours 96 Hours Yes None

Contract Type Per Customer
Time Support Hours IZI

Support Hours |

StartDate  01/06/16 14:15 =l
EndDate 01/06/17 23:50 =l
Notes

Price $100.00
Tax $0.00
Taxable ||
Total Cost $100.00

7. Define the Contract Time period
For the Per Customer Contract Type the Time Period for the Contract can be defined:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered

If Support Hours By Month is selected, define the number of Support Hours covered per month
and on which day of the month the Contract is designated as the Rollover Day. The Start Date
and End Date fields are automatically completed as an annual contract subscription but can be
edited, as required.
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If the Start Date is set as a future date, the Pending Contract status is assigned. See Pending
Contracts.

8. Click Save
9. Click Next to continue

The system reverts to the Contracts summary screen.

Customer Information

Contact Aliases Items Requests Contracts

Michael Angelo
Contract
Service Level Warranty
Contract# 2 €3
Contract Type Subscription
Invoice # 100002
Start Date 01/05M6
End Date 01/05M7
Expirez 1 ear 0 Day

Customers Items Audit
Contract# <= Type SLA = Invoice # Start Date = End Date = m
|:| 2 Per Customer Warranty 100002 0140516 11:59 01051 T 2359

1-10f 1 Results

10. Click Save. Click Done.

To delete a current Contract, as a Supervisor User, select next to the Contract Number.
Alternatively, to delete a current or queued Contract, within the Contract>Customers tab check the
field next to the relevant Contract # and select the Delete button.

The Items tab within the Customer>Contracts screen is used to list all the Items with a Contract that
are owned by a Customer.

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to
each request.

Searching for Customers

To search for Customers within the Users>Customers tab:

1. Go to Users>Customer
2. Select
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1.9

3.

4.

5.

Enter any known Customer details to find a specific Customer or to generate a Customer List
based on date of creation, enter a Before or After creation date for the Customer.

Customer Search

First Name
Last Hame
Email
Email Alias
Phone
Org. Unit
Country ~

Created Before

F [

Created After
Role v
Account Status ®active (Deleted
Account Type (LDAP/ADS (JZENworks Service Desk (®)Al

Click Search.
The results will be displayed in a table with the Customer Name and contact information.

Click on the Customer Name to open the Customer Information module or select the Email
Address to send an email.

NOTE: To search for a Customer who has been deleted in the system, conduct the search within the
Administrator Portal.

Service Level Management

The goal of Service Level Management is to maintain and improve the alignment between business
activities and IT service quality. This is achieved through the cycle of:

1. Agree on service level expectations and record them in Service Level Agreements (SLAs)
2.
3

Monitor the service provided

. Report actual service delivery results
4.

Review IT service delivery results in relation to the SLA, and adjust accordingly.

A Service Level Agreement (SLA) is a formal, negotiated contract that outlines service level
expectations and clarifies responsibilities between the Service Desk and its Customers. When
unacceptable levels of service are noted throughout the service cycle, action can be taken to re-align
expectations with actual service delivery results.
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Within the system, SLAs are specific and time-based in order to help monitor and report on
performance. They can be applied to any of the following elements within the application:

+ Customers
+ Organizational Units

* [tems.

NOTE: Only Users assigned with the Service Level Management Role can create or modify SLAs.

SLAs are incorporated in the support process when a new Workflow is created. An SLA is assigned to
a Workflow and specifies the expected resolution time for a request. To successfully meet SLA
expectations, the system allows the Service Desk to associate each Workflow State of a request with
an Operational Level Agreement (OLA) or Underpinning Contract (UC).

An OLA is an internally negotiated document that identifies the service level expectations between
the Service Desk and the Technical Support Teams. An Underpinning Contract enables the Service
Desk to monitor and maintain control of requests that are forwarded to external service and support
providers.

To ensure an SLA resolution time is met, the sum of the resolution times for each of the OLAs or
Underpinning Contracts assigned to a Workflow Lifecycle must be less than or equal to the SLA
resolution time.

LiveTime Service Level Management

SLA resolution time = Sum (workflow states (OLA or UC resolution times))

_ OLAI

_stae A or
orpunt __ workflow a UG
- - T-Ae __ OLAk
-8 Siay state F _or
Customar - T )

-
o -

Q.7
X
]

workflow z

[TIL Processes - Incident, Problem or Change Management
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1.9.1

1.9.2

1.10

1.10.1

1.10.2

SLAs in Action

When a request is logged with the Service Desk, the request adopts the SLA that has been assigned
to either the Item, Customer or Organizational Unit. If an SLA has not been allocated to any of these
elements, the SLA assigned as the system default within the Admin>Setup>Privileges>Requests tab
will be automatically applied to the request.

The SLA allocated to the request determines the Workflow options made available for the lifecycle of
the request. The Workflows listed are assigned the same SLA as the request. Before saving the
request, the User can adjust the system assigned Workflow if more than one option exists.

Refer to SLM Configuration for more detailed information.

Service Tab

Use this section to create and modify SLAs to provide request lifecycle management capabilities. This
section can also be used to create and customize OLAs and UCs. After the individual components of
the SLAs have been configured, Workflows can be created and assigned the service level
management functionality.

The system also provides SLA-compliance reporting, allowing Managers to define and track
availability and performance objectives that reflect business goals. SLAs are used across all
processes, and are assigned when requests are created.

Within the Service Tab Users can:
¢ Create SLAs
¢ Create OLAs
¢ Create Underpinning Contracts
+ Define Workflows
+ Define Breach Codes

+ Maintain Contracts (when enabled)

Service Level Management Configuration

Introduction

A Service Level Agreement (SLA) is a business contract that specifies service level expectations
around critical infrastructure and business services. Typically, they refer to response, restoration and
resolution targets that the Service Desk needs to meet.

OLAs and UCs

Operational level agreements (OLAs) are similar to SLAs, except they communicate internal team-
based expectations within specific stages of the Workflow process. Similarly, the obligations of
external service providers are specified using Underpinning Contracts (UCs). Unlike an OLA where an
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1.10.3

1.10.4

1.10.5

1.10.6

appropriate Team Technician is assigned responsibility for servicing a request, it is the responsibility
of a Service Level Manager to monitor the performance of the external service provider in relation
to the business's expectations as defined in UC Workflow States.

Workflows and Workflow States

Workflows consist of an Entry State, one or more Transitional States and Exit States. They define the
sequence of steps that Service Desk staff can follow when managing customer requests. Within the
system, any number of Workflows can be customized for the Incident, Problem, Change, Release and
Service Request Management Processes. Each step, or Workflow State, defines the activity, and if
relevant the OLA, with Default Team, or UC required to successfully process the request at that step.
Only after the nominated Team Technician has successfully concluded the activity does the request
get routed to the next appropriate Workflow State. The Workflow is deemed complete once the
request enters an Exit Workflow State.

Escalation

When a request is created it is assigned an SLA, and based on the assigned SLA, a Workflow and
Team. Based on the configuration of the assigned Team, a Technician or System User is allocated the
responsibility of the task. Within Teams, escalation layers are configured for manual or automated
routing of requests. Manual routing through the escalation layers is triggered by a Technician in the
request Information screen. Automatic routing through escalation layers is driven by the request's
assigned priority relative to the associated SLA response, restoration and resolution targets. For each
target one or more percentage triggers can be created for automated reminders, warnings or
escalations. When the request is in a Service Level active stage of the Workflow the system monitors
the percentage of time elapsed relative the SLA triggers, and when percentage targets are met the
triggers are activated. If the SLA response, restoration or resolution time is breached, the request is
automatically escalated.

SLAs and Workflow

The Service Level Management module allows service level expectations to be mapped to end-to-
end business processes. In so doing, the system performs the following Service Level Management
validation:

SLA resolution time >= Sum (Workflow States (OLA or UC resolution times)

When validating Workflows, the system disallows adding States to a Workflow that will force the
sum of the Workflow State resolution timers for OLAs and UCs to breach the SLAs resolution timers.
In such situations, the system will warn the service level manager to either increase the SLA
resolution targets or select a more appropriate UC or OLA that will fall within the SLA targets.

Creating a Custom Workflow

User Portal

1 Loginto Service Desk as a supervisor.

2 Click Service > Workflows > New.
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3 Edit the newly created workflow to include entry, exit, and intermediate steps and save the
information.

4 Create a new SLA by navigating to Service > SLA > New. Or, you can modify the existing SLA and
add the newly created workflow.

1.10.7 Configuring SLM in the system

Before requests can be processed using SLM, a Supervisor typically needs to perform the following
seqguence of configuration steps:

1. Define Technicians. Set Roles & Process permissions (Users > Users)
2. Define service level managers (Users > Users)

To become a service level manager a User must be assigned the Service Level Management
Process

3. Establish business SLAs
a. Specify service level manager
b. Availability %
c. Warning and breach notifications
d. Set priority targets
e. Specify blackout periods
1. Setup OLAs
a. Specify service level manager
b. Set service targets
1. Setup Underpinning Contracts (UCs)
a. Specify service level manager
b. Specify Vendor
c. Set service targets
1. Define Workflows
a. Name the process and associate it with one of the ITIL processes

b. Optionally modify default open and close states { you might need to come back to this once all
states have been defined}

c. Specify SLA for the Workflow from Step 3.
d. For each Workflow State, specify:
i. Is the Workflow State active?

ii. Is the State an entry or exit state?

Administrator Guide 63



1.10.8

iii. The Contract Type: None / OLA / UC

1. Specify an OLA if the OLA Contract Type is set.
2. Select a default Team, that has been assigned the OLA.
3. Specify a UC, if the UC contract type has been selected.

iv. Should the SLA timer continue counting time when the request has entered this State?

v. Should the State be used to measure SLA restoration or resolution time (for reporting purposes
only)

vi. Specify relevant next / previous States to define the end-to-end Workflow.

1. To prevent the SLA target from being breached, the contract time will be calculated when an
OLA or UC is assigned to a State.

e. Update 6b, if required.
1. Define the Teams
a. Specify Technicians
b. Specify OLAs
c. Specify Workflows
d. Define escalation layers or work groups
1. Make any modifications to the Workflow State

a. Specify a default Team to provide support for specific States {review 6diii 1a)

Applying SLM to request creation and management

After SLAs, Workflows and Teams have been defined, the Service Desk is able to use the system to
efficiently process Incident, Problem, RFC and Service Requests according to organizational
standards and procedures.

The following steps outline the process of generating and managing an Incident in the system:
1. Within the Operations > Incident tab select the New button:

a. Assign a Customer

b. Select an Item, which include Services within Service Catalog

c. Profile the request

i. Select a Classification

ii. Enter Description of the request

iii. Complete any custom fields
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d. If the proactive analysis option is enabled, proposed solutions will be available within the Analysis
Tab. If a relevant Solution is proposed, apply the Solution to close the request. Otherwise, click
‘Next’ to move to the Summary tab of the request screen.

1. Inthe Summary Information screen, confirm:
a.SLA
b. Workflow
i. A list of Workflows options is derived based on the SLA selected

ii. If a Workflow has not been assigned to the SLA, then the system default Workflow is assigned to
the Incident

c. Team
i. A list of Team options will be derived based on the Workflow selected

ii. If a Team has not been assigned to the Workflow, then the ClI's default Team is assigned to manage
the Incident

d. Technician

e. Request Urgency / Impact / Priority

f. Notifications

g. Workflow State (= Status)

h. Add Note(s), and apply private/public visibility and Customer email distribution options
i. Upload attachments

j. Access Audit trail details

k. Access Impact information (i.e., Service Targets, SLA breaches, Item Relationships, Planned
Outages, Contract Monitor)

1. Perform analysis within the Analysis tab
a. Allows the system to recommend a proposed Workaround or Solution
b. Search Workarounds / Solutions
c. Raise new Workaround / Solution
d. Raise a new Problem and link it to the request
e. Raise a new RFC and link it to the request

f. If the request is related to other Incidents, Problems, Change or Service Requests, view all related
requests within the Related sidebar in the Summary screen.
1. Save the request

2. Group similar or related requests using the Link option and manage the collective from the
Group tab or selecting the Group # link in the List View, if this option has been defined for the
customized view.
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1.11 Breach Codes

An SLA breach occurs when a User fails to meet service level targets. When a breach occurs, the User
assigned to the request receives an Alert, prompting them to explain the cause of the breach. The
User is given the option to select a breach code and provide an explanation for the breach within the
Service Level Breach filter view of the Impact tab of the breached request.

e Ampact Audit Trail
.

Display + Service Targets
Service Level Ereaches

Resolution Services Affected
Time Estimates
84 Hours Contract Monitor

Breach codes are defined by a Supervisor User within the Service > Breach Codes tab.
To create a breach code:

1. Go to Service> Breach Codes

2. Select New

Breach Codes

Breach Code |
Description |

3. Enter a Breach Code label
4. Enter a Description of the breach
5. Click Save.
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1.12

1.12.1

The System column in the List View includes Yes to indicate a Code that can be edited.

Breach Codes

Name & System Description
Technical Problem Yes

1-1of 1 Results

Contracts

(Contracts menu option is available when Enable Contracts is set to Yes in
Admin>Setup>Billing>Setup.)

Contracts within the system allow service and support organizations to manage their Customer
support subscriptions relative to the type of service they provide.

For Customer requests to be addressed, all requests must be associated with a valid contract. A
Contract consists of a Service Level Agreement (SLA) and a Service Delivery Period (start and end
date). A Service Delivery Period is the duration of the contract, such as a month or a year. In the case
of individual request Contracts, the Service Delivery Period terminates when the request is closed.

Contracts can be used as a stand-alone function or with the Invoices facility. Service Desks that
charge Customers for the service and support they provide, can enable the Contracts and Invoices
functionality. Invoice creation within the system is on a per Contract basis.

Contract Types

The Contract Types available within the system include:

+ Per Request - covers the period of time for which the request is open and worked undertaken

+ Per Item, Customer or Org. Unit - covers the Item, Customer or Org.Unit regardless of the
number of requests logged against the Item or by the Customer or Org. Unit but can be created
on the following basis:

+ Subscription - a contract that covers a specified period of time

+ Time Limited Subscription - a contract that covers either a specified period of time or
number of support hours, whichever limit is reached first

+ Support Hours - a contract that defines the number of support hours covered

+ Support Hours by Month - a contract that covers a total number of support hours
purchased for a defined timeframe and allocated on a per month basis.
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1.12.2

Contracts Option

Users must also be assigned the Service Level Management Process within their User account, in
order to view the Service Level tab. The Contracts option within the Service tab is visible when
Billing>Contracts is enabled by the Administrator. A list of all Contracts generated in the system is
listed here and can be viewed through a selection of Filter options.

Contracts

| Oscarcn W por QL X excel J

Contract # T SLA = Object Type

The following filter list views are provided:

0-00f0 Results

Filter: | Active Ttem Contracts [sys] E| Display: 10 E|

Contract End Date = Hour Active Customer Contracts
Active Ttem Contracts

Active Org Unit Contracts [sys]

All Agreements [sys]

All Customer Cantracts [sys]

All Ttem Caontracts [sys]

All Org Unit Contracts [sys]

All Pending Contracts [sys]

Request Contracts

Org.Unit

Contracts Filter Views

Description

Active Customer Contracts

Active Item Contracts

Active Organization Unit Contracts
All Agreements

All Customer Contracts

All Item Contracts

All Organizational Units

All Pending Contracts

Request Contracts

Displays a list of all valid contracts for Customers.
Lists all valid Item Contracts.

Displays all valid Organizational Unit Contracts.
Lists all Contracts in the system regardless of status.

Lists all Customer Contracts in the system regardless
of status.

Displays all Item Contracts in the system regardless of
status.

Lists all Organizational Unit Contracts in the system
regardless of status.

Displays all Contracts with a Pending Status that are
waiting to be processed.

Lists all Contracts created on a Per Request basis.

1.12.3 Contract Creation

The Contracts option within the Service tab only provides the list view of Contracts generated in the
system. Contracts are created in any of the following screens:

+ |tem >Costs >Contracts tab (See: Costs Tab and Create a Contract.)

+ Customer>Contacts tab (See:Create a Contract.)

+ Organizational Unit >Contracts tab (See:Create a Contract.)

+ Finance>Invoices tab (See: Contracts and Invoices)

+ Request >Contract tab for requests with a Pending - No Contract status. (See: Create a
Contract.)
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1.12.4 Contract Fields

Contract Information

Details
Contract Type Per ltem

ltem Email Service (Email Services)
Start Date 01/13M16 1012
End Date 01/13/17 23:59
Expires 12 Months 1 Day

SLA SLA
Invoice # 100041
Ownership
Customer Jason Blackett

File Description

Contract # 18

Size Date

0-0of0Results

A Contract in the system includes the following fields in the Contract Information screen:

Contract Details

Description

Contract Type

Item, Customer or Org. Unit

Start and End Date

Expires

Hours Purchased

Time Remaining

SLA

Invoice #

Ownership

Customer

Subscription or a contract that just covers the current
request.

For Subscription contracts, this is the Item, Customer
or Org. Unit covered by the Contract. For Per Incident
contracts this is replaced by a request ID number.

Subscription Contracts default to a one year contract
but can be amended.

The number of days until the Contract expires.

The number of hours purchased for a Time Limited
Subscription or Support Hours Contract.

The amount of time remaining for the Time Limited
Subscription or Support Hours Contract.

The SLA applied to the Contract.

The Invoice number used to create the Contract. (This
is displayed when Invoices are enabled in the system.)

The Customer covered by the Contract.
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1.12.5

1.12.6

1.12.7

70

1.13

Attachment Tab

The Attachment tab allows the User to upload documentation related to the Contract. This facility
provides a centralized repository for storing information and obligation details related to the
Contract.

Audit Tab

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to
each request.

Contract Validation Process

When a request is created and Contracts are enabled, the system validates the contract status for
the Customer, Organizational Unit or Item. As part of the contract validation process, the system
selects the first element found on this list:

1. Customer (with a valid contract)
2. Org Unit (with a valid contract)

3. Item (with a valid contract)
4

. No contract found, then either a Per Request or Per Item Contract can be created by selecting
the Pending - No Contract hyperlink and adding a Per Request or Per Item Contract.

Contract Assighment

Contracts can be assigned to an Item, Customer, Organizational Unit or on a per Incident basis. The
following content regarding creating a Contract, assumes that within the system Setup, the
Billing>Contracts option is enabled.

When a request is created, the system will check if the Customer has a valid contract. If the
Customer is not under contract, the system will check if the Org. Unit is covered, and if not, it will
assess the Item contract status. If no contract is in place, the request will be assigned a "Pending - No
Contract" Status and locked down until a Contract is created. See: Create a Contract.

An Item, Customer and Organizational Unit can only have one active contract in place at a time but
multiple contracts can be queued by assigning a Start Date that falls after an existing Contract's end
date. Queued Contracts are visible within the Item, Customer or Org Unit's Contract tab identified by
the contract number generated at the point of creation, if Invoicing is not enabled in the system. If
Invoicing is enabled in the system and an SLA cost is associated with the contract, a contract number
is generated when the invoice payment is processed by a Finance User.
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1.13.1

Customer Contracts

Customer contract history is stored within the Contracts tab of the Customer Information screen. All
contracts, valid and expired, are listed within the Customer and Items tab of the Contracts screen.

To create a new contract for a Customer:

1. Select User>Customers

2. Select the Customer Name
3. Move to the Contracts tab
4. Click Edit

The Add and Delete buttons become available with the Contracts>Customer tab.

Customer Information

Contact Aliases Items Contracts

SLA Details

Service Level
Contract # No Contract Assigned

Customers Items

Contract # = Type SLA

Start Date

End Date

0-0of Results

5. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

6. Select a Service Level from the list

When selected, the screen expands to display start and end date fields.
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Customer Information

Contact Aliases Items Contracts

Contract

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 5 Hours 12 Hours 24 Hours s MNone
High 12 Hours 24 Hours 43 Hours Yes MNone
Medium 18 Hours 36 Hours 72 Hours Yes None
Low 24 Hours 48 Hours 86 Hours Yes None

Contract Type Per Customer

Time Subscription IZI

i
Start Date | Time Limited Subscription
Support Hours

End Date Support Hours By Month

7. Define the Contract Time period

For the Per Customer Contract Type the Time Period for the Contract can be defined as one of
the following:

Subscription if selected, the Start and End Dates are automatically set to year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period,
or the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Add any relevant Invoice Notes
9. Check the Taxable box, if the Contract is to be taxed
10. Click Save

If invoices are enabled and a cost is associated with the SLA, a Warning message is displayed
prompting that the invoice needs to be processed by a Finance User before the contract will
become available in the system. The invoice can be processed in the Finance >Invoices tab.

| I\ Warning
i

.\‘3 The invoice has been generated against this customer with status "Pending Unpaid".

Technicians will not be able to work with this customer until the invoice has been paid.
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11. Click Next to continue

The system reverts to the Contracts summary screen

Customer Information

Contact Aliases Items Contracts

James Stewart
SLA Details
Service Level Warranty
Contract # Mo Contract Assigned

Customers Items

Contract# 5 Type SLA Start Date = End Date

|:| 4 Per Customer  Warranty 0140418 22:33 01/04M8 22:34

1-10f1Results

12. Click Save. Click Done.

Customer Information

Contact Aliases Items Contracts
“ James Stewart
SLA Details
Service Level Warranty
Contract# 4

Contract Type Subscription
Start Date 01/04/16
End Date 01/05M7

Expires 1 ear 1 Day

Customers Items Audit
Contract# < Type SLA = Start Date = End Date =
4 Per Customer Warranty 01/0418 22:33 00517 1029

1-10f1 Results

13. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract details will be included in the Customer
Information>Contracts>Customer tab.

The Items tab within the Customer>Contracts screen is used to list all the Items with a Contract that
are owned by a Customer.
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To delete a current Contract, as a Supervisor User, select @ next to the Contract Number.
Alternatively, to delete a current or queued Contract, within the Contract>Customers tab check the
field next to the relevant Contract # and select the Delete button.

1.13.2 Organizational Units Contracts

74

Organizational Units’ Contract history is stored within the Contracts tab of the Org. Unit Information
screen. All Contracts, valid and expired, are listed within the Org. Unit, Customer and Items tab of
the Contracts tab.

NOTE: To assign a Contract to an Org Unit, a Primary Contact must be nominated for the Org Unit or
the system will prompt the User to assign a Primary Contact during the Contract assignment process.
This means, prior to creating the Contract assign at least one Customer to the Org Unit and then
designate a Customer as the Primary Contact.

To create a new Contract for an Organizational Unit:

1. Select User> Organizational Units
2. Select the Organizational Unit's Name

3. Move to the Contracts tab

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
) ——
SLA Details
Service Level

Contract # Mo Contract Assigned

Items Org Unit Customers Requests

Contract # = Type SLA = Start Date End Date:

0-00of0 Results

4. Click Edit
The Add and Delete buttons become available with the Contracts>Org Unit tab.
5. Click Add

If a Primary Contact has not been assigned to the Org Unit a system prompt will notify the User
to create a Primary Contact. See: Primary Contact.

6. Select a Service Level from the list

When selected, the screen expands to display start and end date fields.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Contract

Service Lewvel Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours es None
High 12 Hours 24 Hours 42 Hours Yes None
Medium 18 Hours 35 Hours. 72 Hours fes None
Low 24 Hours 48 Hours. 96 Hours b= None

Contract Type Per Org Unit

Time Subscription E

[
Start Date | Time Limited Subscription
Support Hours

SR Support Hours By Month

7. Forthe Per Org Unit Contract Type the Time Period for the Contract can be defined as one of the
following:

Subscription if selected, the Start and End Dates are automatically set to year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period,
or the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Click Save
9. Click Next to continue

The system reverts to the Contracts summary screen, if the contract is forward dated and
another contract is not already active, the Enable Contract option button will be available.
Select this button if the contract is to commence prior to the set Start Date. Alternatively, other
contracts can be queued for the Org Unit by selecting the Add button.

Administrator Guide 75



0Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
Accounts Dept
SLA Details
Service Level Warranty
Contract # No Contract Assigned

Pending Contract # 5 Sty

Items Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 1210 030218 23.59 Delete
1 Per Org Unit Warranty 0140516 11:53 01405186 12:11

1-20f2Results

10. Click Save

To process the contract before the set Start Date select the Enable button.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
T Accounts et
SLA Details

Service Level Warranty
Contract# No Contract Assigned

Pending Contract # 5 SFda Ly

Ttems Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit VWarranty Q20217 12:10 030218 23:59
1 Per Org Unit Warranty 01/05/16 11:53 01/05186 12:11

1-2of 2 Results

11. Click Done.

A success message is displayed.

Information

New contract is enabled for this Org. Unit.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
e Aecounts oot
SLA Details

Service Level Warranty
Contract# 5
Contract Type Subscription
Start Date 01/05/16
End Date 03/02/13
Expires 2 Years 1 Month 27 Days

Items Org Unit Customers Requests Aundit
Contract# < Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 01/05M8 12:12 03/02/18 23:59
1 Per Org Unit Warranty 01/05M16 11:53 M/05M18 12:11

1-20f2Results

12. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract will be listed in the Org.Unit
Information>Contracts>Org.Unit tab.

To delete a current Contract, as a Supervisor User, select next to the Contract Number.
Alternatively, to delete a current or queued Contract, within the Contract>Org Unit tab check the
field next to the relevant Contract # and select the Delete button.

The Items and Customers tab within the Org Unit>Contracts screen is used to list all the Items and
Customers with a Contract that belong to the selected Org Unit.

1.13.3 Item Contracts

1. Select the Iltem Number within the Configuration>ltem screen
2. Move to the Costs tab

The Contracts tab is visible in the bottom right corner of the screen
3. Click Edit

The Add and Delete buttons are made available within the Contracts tab

Contract # = Type SLa = Start Date = End Date

0 -0 of 0 Results

4. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).
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Item Infermation

Information Details Costs Requests Relationships ‘Dutages AMIE Snapshots

Contract
Invoice Mumber 100016

Service Level |Z|

5. Select an SLA from the drop-down option

The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information

Information Details Costs Reguests Relationships Outages AMIE Snapshots

Contract
Invoice Number 100016

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Yes None
High 12 Hours 24 Hours 48 Hours Yes None
Medium 18 Hours 36 Hours 72 Hours Ves None
Low 24 Hours 48 Hours: 96 Hours: es None

Contract Type Per ttem

Time Subscription E

Start Date | Time Limited Subscription
Support Hours

ZLIES Support Hours By Month

Notes

Price $0.00

Tax $0.00
Taxable []

Total Cost $0.00

6. Assign the Time period to be covered by the Contract:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered.

If Support Hours by Month is selected, set the number of hours purchased per month and
define which day of the month contract is to rollover to start the new month. The Total Support
Hours will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)
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7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

\ Warning
(_!" ® l‘l The invoice has been generated against this item with status "Pending Unpaid”.

Technicians will not be able to work with this item until the invoice has been paid.

10. Click Next

The Contracts information is only populated after the Invoice has been processed. To process
the invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant invoice
payment has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
) fem # i tst.1sd000c23485a (Del Latude 6430
Contract
Service Level Warranty
Contract# 7

Contract Type Subscription
Invoice # 100016
Start Date 01/0518
End Date 01/05117
Expires 1 “ear 1 Day
Warranty
Expires.
Availability
Avg Repair Time NiA
Aovg Time To Fail Nis&

Contract# 5 Type SLA = Invoice # Start Date = End Date =
T Per tem Warranty 100016 01/05M6 12:23 01/05M7 23:59
6§ Per tem Warranty 100013 01/05M6 12:19 01/05M1612:19

1-20f2 Results

The Costs tab provides a summary of the current Contract details. The Contracts tab within the Costs
screen, lists all contracts that have been assigned to this Item.

To delete a current Contract, as a Supervisor User, select @ next to the Contract Number.
Alternatively, to delete a current or queued Contract, within the Costs>Contract tab check the field
next to the relevant Contract # and select the Delete button.
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1.13.4

1.13.5

1.13.6

80

Per Request Contracts

When a request is created without a valid contract, the system automatically assigns the request a
status of Pending - No Contract. The User can associate a contract to either the Item or request
within the Contract tab of the request Information screen. A Request Contract is only valid for the
life of the request. See: Create a Contract.

Contracts with Invoices Enabled

When the Invoices option is enabled within the application's setup and a Contract is being created,
the system automatically generates a Contract Invoice. For the contract to become active in the
system, a Finance User must process the invoice. If no cost is assigned to the Service Level (i.e.,
Warranty), the invoice is automatically processed and the contract is active in the system.

Canceling Contracts

If a Contract is no longer valid, it can be cancelled at any time during the contract period. A
Supervisor can cancel the Contract within the Customer, Org, Unit or Item Contracts screen, by

selecting m next to the Contract Number. Contracts that are canceled using this option
will record the Reason for cancellation as the Supervisor User name who triggered the cancel action.

A User with the Finance Role can delete a Contract within the list view of the Service>Contracts tab.
To cancel a Contract, as a User with the Finance Role:

1. Go to Service > Contracts
2. Select a Contract ID to be canceled

The Contract Information screen will appear.

Contract Information

Contract #8 |

Daotalls
Contract Type Per Org Unit
Org Unit ICT Dept
Start Date 05/07/12 14:06
End Date 06/07/M2 2359
Expires 1 Month 1 Day
SLA Bronze
Invoice # 100015

-

Cancel Contract 4%~
Ownership
Customer Laura Morris

3. Click the Cancel Contract hyperlink
A Cancel Reason text box is displayed.

4. Enter an explanation for canceling the Contract
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1.14

Cancel Reason

5. Click Save

The Cancel Reason is assigned to the Contract and the Contract Expiry date will be marked
Expired.

6. Click Done.

NOTE: When a Customer Contract is cancelled and the Customer's associated Org Unit has an active
contract in place, the Org Unit Contract details will be displayed within the Contracts>Service Level
field of the Customer Information screen.

Create & Process a Request with Contracts enabled

When the Contracts or Invoices functionality is enabled and a request is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
request is assigned a status of Pending - No Contract and locked until a valid contract is associated
with the request.

In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a request has a Contract and another does not, a relevant status will be applied to each
request. The User will be able to edit the request with a valid Contract, but the request without a
Contract will be locked down to a Pending - No Contract status, until a valid Contract is applied to the
request.

Incident
Team Device-Incident Team
&= Workflow Incident Workflow

Status Pending - No Contract

The Customer is automatically sent the NoContractCreateRequestSummary email when the request
is saved with the Status. A reminder email can be sent to the assigned Customer by the Technician

from within the Summary tab by clicking .

Two types of Contracts are used by the system, these include Per Item or Per Request Contracts.
They are defined as follows:

+ Per Request - covers the period of time for which the request is open and work is done

+ Per Item - covers the Item, regardless of the number of requests logged against the Item and
can be defined as:

Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specified period of time or number of
support hours, whichever limit is reached first

Support Hours - a contract that defines the number of support hours covered
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1.14.1

Support Hours by Month - a contract that covers a total number of support hours purchased for a
defined timeframe and allocated on a per month basis.

Request with Per Item Contract

To create a Per Item Contract for a request within the Summary tab of the request:

1. Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.

Service Request Information

Contract

Contract Type

HE

Service Level

2. Select the Contract Type of Per Item

For the Per Item Contract Type the Time Period for the Contract can be defined as one of the
following:

Subscription if selected, the Start and End Dates are automatically set to a year from the date of
creation, but can be edited if required

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period,
or the system will default to entering a year from the date of creation

Support Hours if selected, the number of support hours purchased by the Customers should be
entered

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month the contract is to rollover to start the new month. The Total Support
Hours will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

Service Request Information

Contract
Contract Type  Per Ttem =]
Service Level Warranty E
Time Subscription E
StartDate P1/05/16 13:27 |
EndDate 01/05/17 23:59 E
SLA Price $0.00
Taxable [
Targets pripripy Response Time  Restoration Tme  Resolufion Time 24 x 7 support Alert
Urgent 6 Hours 12 Hours. 24 Hours Yes None
High 12 Hours. 24 Hours. 458 Hours. Yes None
Medium 18 Hours 36 Hours. 72 Hours Yes Mene
Low 24 Hours 42 Hours 96 Hours Yes None
3. Click Save
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The maintenance contract is created.

4. Click Next to continue to create the request by defining the Classification and Description.

5. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract.

1.14.2 Request with Per Request Contract

To create a Per Request Contract for a request within the Summary tab of the request:
1. Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.
2. Select the Per Request Contract Type

(The SLA Price and Tax option box is displayed, if Invoices are enabled for the system.)
3. Select the SLA

(If required, check the box to indicate if tax is to be applied to the Invoice, which will be applied
to the Invoice that is automatically saved within the Finance>Invoices screen when the newly
created Contract is saved.)

Service Request Information

Customer Contract Analysls Summary

Contract

A

Contract Type  Per Request

A

Service Level Bronze

Group |_| Apply to uncontracted
SLA Price 520,00

Taxable ||

Targets e % 5 5 z .
Priority Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours 60 Hours No Action
Medium 30 Hours 48 Hours 84 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Action

4. Click Save

(If the Service Level selected for the request has a cost associated with it, the request will be
assigned with the status Pending - No Contract. Work cannot commence on the request until
payment for the invoice is received.)

Warning

y L] ) The Service Reguest has been flagged as "Pending - Mo Contract”.
Technicians will not be able to work on this Service Reguest until the invoice has been paid.

5. Ifthe Service Level has no cost i.e., Warranty, the maintenance contract is created and work can
commence on the request immediately
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6. Click Done.

The screen defaults to the Summary tab.

1.14.3 Grouped Requests and Contracts

Contracts can be applied to all requests within an Incident Group when a Per Request contract is
created within the Contract tab of a grouped request. The following options are available:

+ Per Group - applies the Contract to the Request Group as a whole and assigns a single charge for
the Contract. On the associated Invoice, if relevant, the SLA Price is distributed evenly across
each Request line-item

+ Per Request - applies the Contract to the Request Group but assigns the SLA Price as an
individual charge to each request within the Group. On the associated Invoice, if relevant, the
SLA Price is applied to each request line-item.

Incident Information
Customer - Contract Analysis Summary
Contract

Contract Type  Per Request

ar

Service Level Bronze

ar

Group IE Apply to uncontracted

[o, 5\ S155 v Per Group
Per Request

SLA Price
Taxable [
Targets Priority Response Time  Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours 60 Hours No Action
Medium 30 Hours 48 Hours 84 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Action

\—-%Lr"_usjﬁms—r

1.14.4 Processing an Invoice

If invoice payment for the SLA contract is required before the User can commence work on the
request, the following system message is displayed:

Warning
1\
_.

The Service Request has been flagged as "Pending - No Contract”.
Technicians will not be able to work on this Service Request until the inwoice has been paid.

When a request is flagged with this status, the Edit button will not be available within the Summary
tab and a User assigned the Finance Role must process invoice payment before the request can be
edited.

To process payment for an invoice see: Invoice Payment and Delivery
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1.14.5 Invoice Cancellation

To cancel an Invoice for a request:

1. Select the Request # id
2. Select the Request with the Status Pending - No Contract
3. Click the Cancel hyperlink in the Summary tab.

This will cancel the Invoice and change the request Status to Cancelled - Unpaid.

1.15 Operational Level Agreements (OLAS)

An OLA is an internally negotiated agreement that identifies the service level expectations between

the Service Desk and the Technical Support Teams. OLAs are applied to Workflow States and allow
the Service Desk to successfully meet service level expectations. This is achieved by associating an

SLA to a Workflow and then assigning, where relevant, OLAs or Underpinning Contracts to separate
stages of that Workflow. It should be noted that SLA targets for Response, Restoration and
Resolution time must be greater than or equal to the combined OLA and UPC times for each of these

targets, to ensure that service level breaches do not occur.

Workflow - Incident Workflow

[ workfiow [ ufecyde J  status ]

Status

Name |

Active State
Entry Point

Exit Point

Has Motes
Service

SLA Active
SLA Restoration
SLA Resolution

Contract Type
OLA
OLAs

Default Contract I

1.15.1 Details Tab

Creating an OLA

To create a new OLA:

1. Select Service >OLAs

2. Click New

! Underpinning Contract

No OLA= available

Selected OLAs
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OLA Editor

Details Targets

Details

Name | New OLA

Customer Timezone [

Timezone | (T +5:30) New Delhi

SLM |
MName

Email

3. Enter a Name for the OLA

Teams

Find Service Level Manager
First Name Email

Last Name Phone

4.
OLA Editor
Details
Name* The name to identify the OLA.
Review Date Details are completed based on the Admin default

Pause on SLA Holiday

Customer Timezone

Timezone

SLM (Service Level Manager)

Name

Email

settings but can be edited by the User. An Alert is
sent based on the default days set in the Review
SLA Alert field in
Admin>Setup>Privileges>Requests.

**This option is only displayed if the 'Public
Holidays' option has been enabled within the
Administrator>Setup>Privileges>Technician tab.

Enable this option, if the OLA is to be adjusted on
designated Public Holidays, when an associated
SLA has the Pause on Holiday option enabled. The
Public Holidays are defined within the
Administrator>Setup>Public Holidays screen and
associated with requests via the assigned
Technician and their associated Country.

When enabled, OLA times displayed within the
Technician request view uses the Customer
timezone.

This is visible when Customer Timezone is not set
and all SLA dates are calculated based on the
Timezone set within this field. This is especially
applicable for User Work Hours, Blackouts, which
also impacts the SLA Reports.

Use the Find Service Level Manager search option,
to enter the contact details of the Manager who
will monitor the performance of the OLA.
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. Adjust the Review Date, if necessary

(A reminder Alert will be sent to the SLM, based on the default days set in
Admin>Setup>Privileges>Request.)

. Tick the Customer Timezone option, if relevant

Apply this option if the User is to view OLA due dates using the Customer Timezone or complete
the Timezone option.

. Search and select a Service Level Manager.

A Service Level Manager (SLM) is a User that has been assigned with the Service Level
Management Process.

. Move to the Targets tab

9. Complete the following information:
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10.

SLA Editor

Targets

Targets Common: Select Common if the OLA is to apply
across Incidents, Requests, Problems and Change
Management.
Per Process: If the OLA is specific to a Process,
select Per Process and choose a Process displayed
in the drop-down list.

Interval Define if the time is to be calculated in Hours or

Service Time
Priority
Milestones

Initial Response

Restoration Time

Resolution Time

Notify Override

Notification Type

Alerts

Reminder

Minutes.

Urgent, High, Medium and Low

The maximum time the Customer would wait from
the point of request creation before receiving a
Note update for a Technician. The Response trigger
is stopped when a Note has been added to the
request by the assigned Technician and an email is
sent to the Customer. If the Response Time is
reached, without a Note being added, the request
will be escalated.

The maximum time the Customer would wait from
the time the request was created until a
workaround or temporary fix has been
implemented. The Restoration trigger stops by
assigning the request a Workflow State that has to
the OLA Restoration option set to Yes. By default,
this Workflow State is Open - Restored.

The taken time from the point of request creation
until it the request is moved to a Workflow State
with the OLA Resolution option set to Yes. Any of
the default Workflow Exit States stop the
Resolution Timer.

If the system is to override the default notification
method set for a request when the Priority being
edited is assigned to a request, check this option.

Set Email or SMS as the type of notification when
the override action is applied to a Priority.

Sends a reminder email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the
OLA. Note, Alert intervals are not cumulative.
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SLA Editor

Warning

Escalation

Support

24 x7

Normal Support

Sends a warning email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the
OLA.

Escalates the request to a higher escalation layer
when the defined percentage of time elapses for a
Response, Restoration or Resolution target that
has not been met on a request. Can be set up to
200% of the OLA. It should be noted that the
Service Level Manager is also notified when an
OLA is breached.

Do not amend if the OLA is to apply 24 hours a day,
7 days a week.

Select if service hours are to be defined for the
OLA. When checked, define the service hours by
either selecting a template (Templates are
configured by the Administrator in the
Setup>Localization>Hours tab) or manually define
the days and time by making selections within the
drop-down lists.

11. Add one or multiple Warning Alerts, if required

NOTE: Trigger intervals are not cumulative

In the default OLA for Warranty, the Urgent default times of 6, 12 and 24, mean 6 hours for the
Response stage, 12 hours for Restoration from initial creation, and 24 hours to reach the Resolution

from initial creation.

1. Define the support hours

Within 24 X 7, if the OLA's urgent Initial Response field is set to six hours, and an urgent request
that uses the OLA is created at midnight in the assigned Technician's time zone, those six hours
will expire by 6:00 AM. This is the option to use if your support is staffed 24 hours a day.

Normal support ensure request timers do not run when Technicians are not available. For

instance, if the support hours are 9:00 AM to 5:

00 PM and the SLAs are as such, the urgent

requests' timer would not start ticking until 9:00 AM the following business day and would

expire at 3:00 PM.
2. Click Save
3. Click Done.

Now associate the OLA with a Team within the Service tab of the Team Information screen.

The OLA will also be available within the OLA options displayed when OLA is selected as a
Contract Type option within the Workflow Status editor screen.
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1.15.2

1.15.3

1.16

States Tab

The OLA States tab lists the Workflow stages that are assigned to the OLA.

Teams Tab

The Teams tab displays the Team Names and Processes that are assigned to the OLA.

Assigning an OLA to a Team

OLAs are assigned to Teams within the Service Tab of the Team Information screen, when Teams are
created or edited. For more information about assigning OLAs to Teams, see Teams. To view OLAs
associated with Teams, sort the User>Team List View using the OLA column header. The Lead
Technician and ITIL Process supported by the Team are also displayed.

OLAs and Blackout Periods

If a request is assigned an OLA State and the request's SLA is in a Blackout Period, the OLA will adopt
the SLA Blackout Period. This means that the OLA timers will stop until the Blackout Period has
elapsed.

Underpinning Contracts

Underpinning Contracts (UCs) are used to manage support services provided to the Service Desk by
external service providers. These Contracts ensure the external parties maintain their service
obligations to the Service Desk, which ensures the Service Desk meets the SLA expectations of its
Customers.

To successfully meet SLA expectations, the system allows the Service Desk to associate each
Workflow State of a request with an Operational Level Agreement (OLA) or Underpinning Contract. It
should be noted that SLA targets for Response, Restoration and Resolution time must be greater
than or equal to the combined OLA and UC times for each of these targets, to ensure that service
level breaches do not occur.
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Workflow - Incident Workflow

Workflow
Status
Namel
Active State
Entry Point
Exit Point
Has Notes
Service
SLA Active
SLA Restoration
SLA Resolution

Contract Type

Underpinning
Contract

Underpinning
Contracts

Default Contract |

Assign SLM

Available Underpinning Contracts

Lifecycle
poen
@ves Cno
[
@ ves O No
Dves @ no
Dives @ no
D none ) oLA
Mew UPC1
MNew UPC
@ves Cno

@ Underpinning Contract

Selected Underpinning Contracts

None selected

When a request moves into a State that is governed by an Underpinning Contract, for internal
contract monitoring, the request can be assigned to a Service Level Manager. This allows the
Manager to maintain control of the request and to easily follow up with the external service
provider, if required.

1.16.1 Details Tab

Creating an Underpinning Contract:

To create an Underpinning Contract for use within a Workflow State:

1. Select Service>Underpinning Contracts

2. Click New
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Underpinning Contract Editor

T T G5

Details
Name | New UPC

Vendor | |Z| 0
Customer Timezone [

Timezone | (GMT -6:00) Central Time (US & CEI

SLM Details |
MName

Email

3. Enter the Contract Name

Find Service Level Manager
First Mame Email

Last Mame Phone

4,

UPC Editor

Details

Name* The name to identify the UC.

Vendor The name of the service provider supporting the
contract. Select from the list or create a new
Vendor.

Review Date Details are completed based on the Admin default

Customer Timezone

Timezone

SLM (Service Level Manager)

Name

Email

settings but can be edited by the User. An Alert is
sent based on the default days set in the Review
SLA Alert field in
Admin>Setup>Privileges>Requests.

When enabled, UPC times displayed within the
Technician request view using the Customer
timezone.

This is visible when Customer Timezone is not set
and all UPC dates are calculated based on the
Timezone set within this field. This is especially
applicable for User Work Hours, Blackouts, which
also impacts the UPC Reports.

Use the Find Service Level Manager search option,
to enter the contact details of the Manager who
will monitor the service provider's ability to meet
their contractual obligations .

5. Select a Vendor from the drop-down list or click @ to enter new vendor details

6. Adjust the Review Date, if necessary
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(A reminder Alert will be sent to the SLM based on the default days set in
Admin>Setup>Privileges>Requests.)

7. Tick the Customer Timezone option, if relevant

Apply this option if the User is to view UC due dates using the Customer Timezone or define the

UC Timezone.

8. Search and Select a Service Level Manager using the Find Service Level Manager field

9. Move to the Targets tab

Underpinning Contract Editor

P o W reve W sttes

Details

Targets @ Common ' Per Process

Inteval @ Hours

Senice Time Priority

Urgent
High
Medium

Low

© Minutes

Response Time
6 Hours

12 Hours

18 Hours

24 Hours

10. Complete the following information:

11.

Restoration Time  Resolution Time 24 x 7 support Alert

12 Hours 24 Hours Yes None
24 Hours 48 Hours Yes None
36 Hours 72 Hours Yes None
48 Hours 96 Hours Yes None

SLA Editor

Targets

Targets

Interval
Service Time
Priority
Milestones

Initial Response

Common: Select Common if the UC is to apply across
Incidents, Requests, Problems and Change Management.

Per Process: If the UC is specific to a Process, select Per
Process and choose a Process displayed in the drop-down
list.

Define if the time is to be calculated in Hours or Minutes.

Urgent, High, Medium and Low

The maximum time the Customer would wait from the
point of request creation before receiving a Note update
for a Technician. The Response trigger is stopped when a
Note has been added to the request by the assigned
Technician and an email is sent to the Customer. If the
Response Time is reached, without a Note being added,
the request will be escalated.
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12.

SLA Editor

Restoration Time

Resolution Time

Notify Override

Notification Type

Alerts

Reminder

Warning

Escalation

Support

24 x7

Normal Support

The maximum time the Customer would wait from the
time the request was created until a workaround or
temporary fix has been implemented. The Restoration
trigger stops by assigning the request a Workflow State
that has to the UC Restoration option set to Yes. By
default, this Workflow State is Open - Restored.

The taken time from the point of request creation until it
the request is moved to a Workflow State with the UC
Resolution option set to Yes. Any of the default Workflow
Exit States stop the Resolution Timer.

If the system is to override the default notification method
set for a request when the Priority being edited is assigned
to a request, check this option.

Set Email or SMS as the type of notification when the
override action is applied to a Priority.

Sends a reminder email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been met on
a request. Can be set up to 200% of the UC. Note, Alert
intervals are not cumulative.

Sends a warning email to the Technician when the defined
percentage of time elapses for a Response, Restoration or
Resolution target that has not been met on a request. Can
be set up to 200% of the UC.

Escalates the request to a higher escalation layer when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been met on
a request. Can be set up to 200% of the UC. It should be
noted that the Service Level Manager is also notified when
an OLA is breached.

Do not amend if the UC is to apply 24 hours a day, 7 days a
week.

Select if service hours are to be defined for the UC. When
checked, define the service hours by either selecting a
template (Templates are configured by the Administrator
in the Setup>Localization>Hours tab) or manually define
the days and time by making selections within the drop-
down lists.

Add one or multiple Warning Alerts, if required.

Enter the percentage of time to elapse for each interval, which will trigger a Warning to be sent
via email to the Service Level Manager when the specified percentage is reached.
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1.16.2

1.17

1.17.1

NOTE: Trigger intervals are not cumulative

For example, the Urgent default times of 6, 12 and 24, mean 6 hours for the Response stage, 12
hours for Restoration from initial creation, and 24 hours to reach the Resolution from initial service
request creation.

1. Define the support hours

Within the Targets tab of the Underpinning Contracts Editor screen the default support hours
are set to 24x7.

For 24 X 7, if the UC's urgent Initial Response field is set to six hours, and an urgent request that
uses the UC is created at midnight in the assigned Technician's time zone, those six hours will
expire by 6:00 AM. This is the option to use if your support is staffed 24 hours a day. Normal
support ensures request timers do not run when Technicians are not available. For instance, if
the support hours are 9:00 AM to 5:00 PM and the SLAs are as such, the urgent requests' timer
would not start ticking until 9:00 AM the following business day and would expire at 3:00 PM.

2. Click Save
3. Click Done.

States Tab

The Underpinning Contract States tab lists the Workflow stages that are associated with the
Underpinning Contract. This association is made within the relevant States of the Workflow and
cannot be edited within this screen. See: Workflows.

Incident and Problem Workflows

Workflows define the sequence of States to be followed by requests logged with the application.
Within the system an unlimited number of Workflows can be configured for Incident and Problem
Management.

When deployed, the system includes one fully customizable Workflow for each of the Incident and
Problem Management Processes. These can be used immediately, or can be edited to reflect more
comprehensively your support service requirements.

SLAs and Workflows

Each Workflow can be associated with one or more SLAs. The SLA provides the contract time that
must be met by requests using the Workflow.

For example, if the Service Desk uses one Incident Workflow, which has multiple SLAs assigned to it,
logged Incidents follow the same Lifecycle but the time allowed within each stage is based on the
SLA contract requirements. The SLA assigned to either the Item, Customer, Organizational Unit or
Incident determines which Workflow is selected for the Incident.
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1.17.2  Editing default Incident and Problem Workflows

96

Incident and Problem Workflows can be configured to reflect the organizational Service Desk
requirements for these processes. The default Workflows include States that are used by the
business logic of the application to maintain control of the request Lifecycle.

It is recommended that the Selected States used by the application, as indicated by an asterisk, not
be removed from the Workflow Lifecycle. However, other Available States can be added to the
Selected States list.

The following table contains the default Incident and Problem Workflow States.

The * denotes the system-used States.

Default State Description

Cancelled Used to cancel a request when it is no longer to be
worked on.

Cancelled Unpaid* Used by the system from the Pending - No Contract
State when Contracts and Invoices are enabled. See
Billing.

Closed Resolved Used when the request has been resolved. This is the

Default Closed State for the Incident and Problem
Workflows. This start marks the end of SLA timing
and is used when measuring SLA times for Reports.

Closed Restored Used when the request has been closed and the
service restored for the Customer. This start marks
the end of SLA timing and is used when measuring
SLA times for Reports.

On Hold Used when the request is on hold. By default this
State stops SLA timing.

On Hold - Client Action Awaiting a response from the Customer. When a Note
is added to the request by the Customer, the system
will change the status to Open.

On Hold - Pending Approval* An Incident automatically moves to this State when
the "Propose" button is used for sending an Incident
Note. This means the CloseRequest email is sent to
the Customer asking them to verify the proposed
Solution. If the Customer does not respond to the
email, the request is automatically closed by the
number of days set within the Handshaking Privilege.
(The email handshaking option is set by the
Administrator in Setup>Privileges> Requests.)

By clicking on the URL provided in the email, the
Customer ensures the request retains an open and
active state.
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1.17.3

Default State

Description

On Hold - Process Escalated*

Open

Open Restored

Pending

Pending - No Contract*

A request moves into this state when a Problem or
Change has been created within the Analysis tab of
the request. The timer stops and there are no future
States as the request will be closed when the related
Problem or Change is closed.

Used to indicate that the request is currently open.

Used to identify that initial service to the Customer
has been restored, or a Workaround is in place but
the request is not resolved. This State stops the initial
Response Timer if a Note has not been added to the
request by a Technician.

The default first State for new requests.

Used when a request is created but there is no active
Contract. A Contract needs to be created for either
the Customer, Incident/Problem, Item or
Organizational Unit.

NOTE: Do not use this State as the Default Open State
for a Workflow.

Editing Template Workflows

Prior to creating or editing existing Workflows, it is suggested that the preferred Workflow Lifecycle

be mapped externally to the application.

If States are to be added or removed from the Workflow, it is recommended that all changes be
made to the Current States list within a Workflow's Lifecycle tab, prior to mapping the Lifecycle. This
ensures that all relevant status options exist in the Available States field, for allocation to the

Previous and Next Workflow States.

Once the Workflow Lifecycle has been defined, edit an existing Workflow by:

1. Select Service>Workflows

The Workflows screen appears.

Administrator Guide

97



Workflows

e A oo ) ]

Emergency Change Workflow

Al Workflows

B Name Change Request Workflows [sys]
Incident Workflows [sys]

[[1 Typical Change Workflow Problermn Workflows [sys]
Release Workflows [sys]

[[] Standard Change Workflow Service Reguest Workflows [sys]

[ Senvice Reguest Workflow

[] Release Workflow

[] Problem Workflow

[ Incident Workflow

[

]

Change Deployment Workflow

1- 8 of & Results

2. Click the Workflow name hyperlink to modify or duplicate an existing template

Or, select New to create an entirely new Workflow. The Workflow tab appears and is used to
define the Name, select the Process, set the default Open and Closed States for the Workflow.
The States available within these lists are all those marked as an Entry or Exit point in the
Lifecycle tab

3. Click Edit
The Duplicate button is displayed, select if relevant.
4. Complete the details of a new Workflow

Enter the Name, select the Process and enter a Description and click Next.

Workflow - New Workflow

Workflow Lifecycle

Workflow Name |  Incident - Events

Process Incident EI

Descrlptlorll Incidents logged automatically by event monitor tools

5. In Edit mode amend relevant details within the Workflows tab:
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Field Name Description
Workflow Name Enter a relevant name for the Workflow.
Process Select from the drop-down options the process

type of Incident or Problem Workflow.

Default Open Status The open State that a request adopts when it is
assigned the Workflow.

Default Closed Status The closed State that indicates the request has
reached the end of the Workflow Lifecycle.

Email Note Action This applies to requests that are in an non-active
SLA State (i.e., where the SLA Active option is set to
No). The option selected here determines the
system behavior, regarding an SLA inactive request,
when an email is received from a Customer.

+ Do Nothing: Means the status of the request
remains the same and the SLA timers are not
re-activated. The email is added as a Note and
also sent to the Technician.

+ Update Status: Means the status of the
request is changed to an SLA Timer Active
state, the email is added as a Note and it also
sent to the Technician.

Update Status to This field is displayed when the Update Status
option is selected for the Email Note Action field. It
allows the User to set a Next State, which is
defined as an SLA Timer Active State, where a
request will move to after an email has been
received from a Customer regarding a request in
an inactive SLA State.

SLA Allows the User to assign an SLA to govern the
lifecycle period of the Workflow.(See SLAs &
Workflows above, for more information.)

One or more SLAs can be associated with the
Workflow.

Description Defines the purpose of the Workflow

7. Use the Find SLA option to change or add SLAs assigned to the Workflow

Click @ to access the complete list of SLAs in the system. Refer to the above section for more
information regarding SLAs and Workflows.

8. Edit the brief description that explains the purpose of the Workflow, if required

NOTE: The Contract Time field is visible when OLAs and/or Underpinning Contracts are associated
with the Workflow States
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It displays the accumulated amount of time of the OLAs and/or Underpinning Contract associated
with the stages of the Workflow. This contract time cannot exceed the resolution time of the SLA
assigned to the Workflow.

1. Click Save

Workflow - Workflow1

Workflow Lifecycle

Workflow Mame Workflow
Process Incident
Default Open Status Pending
Default Closed Status Closed - Resolved
Mote Action Do nothing
SLA gLa

LB L Incident Workflow
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2. Select the Lifecycle tab to define Workflow States

Workflow - Incident Workflow

Workflow Lifecycle

Incident Workflow

v
*
rS

| l
Open - Restored <——— OnHold  ——7— On Hold - Client Action —> -
-‘f

A

v
e e R Sy il
>

1.17.4 Adding or editing Workflow States:

1. Edit the State details

Click the State name hyperlink in the Workflow map or in the table of States, to display the
Status information screen. Or, click New to create a new Workflow State.
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Workflow - Incident Workflow

Workflow
Status
Name |
Active State
Entry Point
Exit Point
Has Motes
Service
SLA Active
SLA Restoration
SLA Resolution
Contract Type

Previous States

Lifecycle
Ppen
® ves T Mo
O
a
O
© ves O No
D ves @np
D Yes @ g
® None  © OLA

Awvailable states

On Hold - Process Escalated

Stat